Manuals+ — User Manuals Simplified.

WOLFVISION Pro Solution Link

WOLFVISION Pro Solution Link Installation Guide

Home » WOLFVISION » WOLFVISION Pro Solution Link Installation Guide ™

Contents

1 WOLFVISION Pro Solution Link

2 Product Information

3 About this Guide And Copyright

4 System Requirements

5 On-Premise or Management Hub

6 Server Installation

7 Installing .NET Core Windows Server Hosting
8 Start the application

9 Updating vSolution Link Pro

10 Move from Desktop Installation to 1IS
Installation

11 Index

12 Contact

13 Documents / Resources
13.1 References

wnLFVGinn

WOLFVISION Pro Solution Link


https://manuals.plus/#content
https://manuals.plus/
https://manuals.plus/
https://manuals.plus/category/wolfvision
https://manuals.plus/wolfvision/pro-solution-link-manual.pdf
https://manuals.plus/#wolfvision_pro_solution_link
https://manuals.plus/#product_information
https://manuals.plus/#about_this_guide_and_copyright
https://manuals.plus/#system_requirements
https://manuals.plus/#on-premise_or_management_hub
https://manuals.plus/#server_installation
https://manuals.plus/#installing_net_core_windows_server_hosting
https://manuals.plus/#start_the_application
https://manuals.plus/#updating_vsolution_link_pro
https://manuals.plus/#move_from_desktop_installation_to_iis_installation
https://manuals.plus/#index
https://manuals.plus/#contact
https://manuals.plus/#documents_resources
https://manuals.plus/#references

BB Windows Server

Internet Information Services

BiBrvenue  Tervetuloa

z+ Benvenuto B

Product Information
Specifications

« Brand: WolfVision GmbH
« Product: vSolution Link Pro
« System Requirements: Windows Web Services (IIS Internet Information Server)

Frequently Asked Questions

« Q: Can vSolution Link Pro be accessed from any device in the local network?
o A: Yes, as long as the device has a modern fully HTML5 compatible browser.
« Q: What are the essential requirements for using vSolution Link Pro?
o A:You need to install it on a Windows IIS server, configure email credentials, SSL certificate, ensure

internet access, and maintain 24/7 server availability.

About this Guide And Copyright
About this Guide
This document explains the setup of vSolution Link Pro application by WolfVision on a Windows IIS server.

Copyright



Copyright © by WolfVision. All rights reserved. WolfVision, Wofu Vision and EQ *E m -’;Hl are registered
trademarks of WolfVision Center GmbH, Austria.

The software is the property of WolfVision and its licensors. Any reproduction in whole or in part is strictly
prohibited. No part of this document may be copied, reproduced, or transmitted by any means, without prior written
permission from WolfVision except documentation kept by the purchaser for backup-purposes.

In the interest of continuing product improvement, WolfVision reserves the right to change product specifications
without notice.
Information in this document may change without prior notice.

Disclaimer: WolfVision shall not be liable for technical or editorial errors or omissions.
Use of Trademarks, Registered Trademarks, and other Protected Names and Symbols

This manual may make reference to trademarks, registered trademarks, and other protected names and/or
symbols of third-party companies not related in any way to WolfVision. Where they occur these references are for
illustrative purposes only and do not represent an endorsement of a product or service by WolfVision, or an
endorsement of the product(s) to which this manual applies by the third-party company in question. Regardless of
any direct acknowledgement elsewhere in the body of this document, WolfVision hereby acknowledges that all
trademarks, registered trademarks, service marks, and other protected names and/or symbols contained in this
manual and related documents are the property of their respective holders.
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System Requirements

Windows Web Services (lIS Internet Information Server)

« As vSolution Link Pro is a web server application, it can be accessed by any modern fully HTML5 compatible
browser of a third-party device in the local network.
« To use all features the application provides, it has to be installed as IIS (Internet Information Server). Email

credentials, SSL certificate, Internet access and 24/7 server availability are also required.

The software (64bit application) can be installed on following operating systems. The following shows the
minimum system requirements, more recommended:

« Windows Server 2019 or newer (all requirements according to Microsoft must be fulfilled)
o CPU minimum 1 Core with 2.60GHz (2 cores, or more recommended)

« 4GB RAM (8GB, or more recommended)

« 100GB minimum free disk space for firmware files (250GB, or more recommended)

« Access to secure port (e.g. 443, https default)

« Server address (IP:port) has to be reachable via secure web socket (wss)

« NET Core Hosting Bundle, tested with version 7.0.3

Please note

Latest updates recommended.
Earlier versions of operating systems are not tested and may not be supported.
Please note the required disk space for the local firmware repository, disk space of at least 20GB is



recommended.

To access the devices, they have to be online and in the same network to be reachable! Pay attention of correct
network settings, especially when running in special network environments.

Cynap systems will disable their LAN ports when powering down by default and can be powered up by using the
Wake on LAN functionality. For network infrastructures with blocked Wake on LAN, use power down mode Power
Save to keep the LAN port of your Cynap active. When using WolfVision Visualizer devices, use power down
modes Normal or ECO to keep the LAN port active. Certain Visualizer models are supporting Wake on LAN (check
power down mode of connected Visualizer).

An incorrect system time may cause network connection to fail, the use of a valid timeserver is recommended.

Custom Email-Provider

Valid custom email-provider credentials are required when enabling:

« 2-factor authentication

« Management Hub

Event log Email notification

Box Replacement”

« Password reset*.

* If no custom provider is set, the integrated Sendgrid account will be used for sending Emails.

SSL certificate — prerequisite for enabling Management Hub

A valid SSL certificate is required when restricting the access to https.

Firewall Rules

Ensure that all necessary ports, services and IP addresses are available and not blocked by your firewall (external
and personal). Acknowledgements (“ACKs”) of TCP packets are not considered in the following table in order to be
able to illustrate the direction of the data packets. Since acknowledgements are usually sent back via the same
TCP port, the other direction shall not be blocked to ensure smooth functioning.

On certain systems, you have to set a rule to allow the application: WolfVision.MgmtTool.Api.exe for full
functionality.



Function ! Ap Inbound /O

plication Port Type utbound Description

vSolution Link Pro

Wake On LAN 7/9 UDP Inbound /| Wake Op LAN — Usqally port 7 is used
Outbound for sending the magic packet
nbound /| PNS = This port will be used for Domai

DNS 53 TCP / UDP n Name System. If this port is blocked,
Outbound ; .
DNS service are not available

This is the default port to connect to th
Inbound /| e web interface (httpd) of vSolution Lin

http, Cynap control 80 TCP Outbound k Pro. Of this port is blocked, connectio
n cannot be established
This is the default port to connect to w
https, SSL, e.g. Cloud 443 TCP Inbound /| ebinterface (https) of vSolution Link Pr
Service, Cynap control Outbound o. If this port is blocked, connection ca
nnot be established.
Mail Server — Port for communication
SMTP 587 SMTP Outbound with SMTP server.
This port is used for device discovery a
Il available Cynap and Visualizer in the
Discovery Multicast 50000 uUbDP Inbound network by vSolution applications (use

s Multicast IP address
239.255.255.250). If this port is blocke
d, device discovery is not possible

This port is used for device discovery. |
Device Discovery 50913 uUbP Inbound f this port is blocked, device discovery i
s not possible.

Inbound / This port is used for control purposes. |

For control purposes 50915 TCP Outbound L}le port is blocked, no control is possi

On-Premise or Management Hub

The vSolution Link Pro is a web server application and needs to be installed, preferred on a server to ensure 24/7
availability.

Hosted On-Premise (Local Installation)

« When the application is hosted on-premise, this server, all Cynap and Visualizer systems and also the third
party devices (desktops, workstations, tablets) have to be in the same Ethernet network.

Hosted with Management Hub (Cloud Installation)
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« When the application is hosted with enabled Management Hub feature, Cloud supported devices can be

]

managed additionally.

Supported WolfVision Cynap systems in Management Hub:

« Cynap

e Cynap Pro

« Cynap Core

« Cynap Core Pro

o Cynap Pure

e Cynap Pure Pro

« Cynap Pure Receiver
« Cynap Pure SDM

For full compatibility, keep installed firmware version of all your devices up to date.

Server Installation

Server Installation (Windows IIS)

The vSolution Link Pro is a web server application and needs to be installed, preferred on a server to ensure 24/7
availability.

Different versions of IIS may vary slightly, the following steps are describing the installation on a Windows Server
2019 Datacenter (OS build 17763.1131) with .NET Core Hosting Bundle version 7.0.3. The installation on other
versions may vary. vSolution Link Pro is delivered with a standard web.config, which can be adopted, depending
on your needs.

Note additional settings for using Management Hub (cloud access) feature.

Download the installation files

« Download the zip archive vSolutionLinkPro_WindowsServer.zip from the WolfVision web page and unpack it.

Add IIS functionality



Open the Server Manager Dashboard and Add Roles and Features:

[z Server Manager

| }" Marage
Aidd Folesand Features .

Remove Roles and Features

WELCOME TO SERVER MANAGER

Add Servers

§ Local Server
H& All Servers

Create Sarver Group

o Configure this local server Serve: Manager Propertes

WR File and Storage Services b

2 Add roles and features

3 Add other servers manage

WHAT'S NEW

Create a server group

5 Connect this server to cloud sery

Hide

LEARM MCRE

ROLES AND SERVER GROUPS

Roles: 1 | Servergroups:1 | Servers totak 1
n ;:fv?::s Starage 1 # Llocal Server 1 B Al servers 1
(@ Manageability @ Manageatility (® Mansgesbility

Everms Events Events

Performance Services Seraices

BPA results Performance Performance
BPA results BPA results

Important

« WebDAV role should stay disabled for vSolution Link Pro server for full functionality.

= Add Roles and Features Wizard — a X
- DESTINATION SERVER
Before YOU begl N wvils01 wolfvision-atintra

This wizard helps you install roles, role services, or features. You determine which roles, role services, or
features to install based on the computing needs of your organization, such as sharing documents, or
Installation Type hosting a website.

Serv

To remove roles, role servicas, or features:
Start the Remove Roles and Features Wizard

Before you continue, verify that the following tasks have been completed:

* The Administrator account has a strong password
* Metwork settings, such as static IP addresses, are configured
* The most current security updates from Windows Update are installed

If you must verify that any of the preceding prerequisites have been completed, close the wizard,
complete the steps, and then run the wizard again.

To continue, click Next.

[] Skip this page by default




-& Add Roles and Features Wizard — [m} X

S@|€Ct inSta”ation ‘[ype DESTINATION SERVER

wviisD1.wolfvision-atintra

Before Yo BEgiI’\ Select the installatio type. You can install roles and features on a running hysical computer or virtual
Y =
machine, or on an offline virtual hard disk (VHD).

® Role-based or feature-based installation
Configure a single server by adding roles, role services, and features.

Server Selection

) Remote Desktop Services installation

Install required role services for Virtual Desktop Infrastructure (VDI) to create a virtual machine-based
or session-based desktop deployment.

< Previous | [ Next > N | instal Cancel
L




e Add Foles and Features Wizard

Select destination server

Baforz You Bagin
Installation Type
Serwer Roves

Featuras

O

DESTINATION SERVER
urA D walfiicn-arincra

Sel=ct & s=ruer or 8 virtual hard disk on which to install roles and features.

®) Select a server from the server pool
{7 Select a virtual hard disk

Server Pool

®

Filter: |

MName P Address Operating Systern

10.1020.43 Microsaft W Datacenter

01 el

1 Computer(s) found

This page shows sensers that are running Windows Server 2012 or a newer release of Windows Senver,
and that have been added by using the Add Servers command in 3erver Manager, Offline servers and
ncw|y—m:|:|=d servers Srom which data collection is still in:nmpleh: are not shown.

< Previous | | Mext> L\I@ Instal

|

& Add Rolec and Features Wizard

Select server roles

Baforz You Begin

Installation Type

SErver Seeflon

Featuras

DESTINATION SERVER
AR walPisicn-arinora

Sel=ct one or more ralss to install on the selacted senern

Roles Description

Web Sanver (15) provides a relizble,
manageable, and scelable Web
application infrastructura,

LI Actve Directory Domain Senaces

[[] Active Directory Federation Senvices

[] Active Directory Lightweight Directeny Sarvices
[ active DirE:h:-r_'lr Righls Munugern ent S=rvices
[[] Cevice Health Attestation

[] DHCP Sanver

[] DMS Server

[ Fax Server

[m] Filz and Storage Services [1 of 12 installed)
[] Hoct Guardian Service

[ Hyper-y

[C] metwork Controller

[] Metwaork Balicy and Access Services

I:I Print and Document Senices

[] Rerncte Access

["] Rerncte Desktop Services

] volurne Activation Services

Vindows Deployment Services
[] Windows Server Update Services

< Previous | | Mext > Instal




Add features that are required for Web Server (115)?

The following toocls are required to manage this feature, but do not
have to be installed on the same server.

4 Web Server (1IS)
4 Management Tools

[Tools] 1S Management Conscle

Include management tools (if applicable)

Add Featl.ﬂ Cancel

& Add Rolec and Features Wizard

Select server roles

Bafors You Begin Select one or more rol=s to install on the selected server.
Installation Type Role
Server sekecton

Fealures
¥eb Sarver Role [II5)

Role Services

Confirmation

LI Actree Directzry Domain Services
[[] Active Directzry Federation Services

[ Active Directzry Lightweight Directony Services

I:I Actrue ﬂin.-:h:hr_!lr F.ighl: Munngl.-rn =nt S=rvices
[] Gevice Health Attestation

[ ] DHCP Sarver

] DS Server

[ FaxServer

[w] File and Storage Services [1 of 12 installed)
] Hoct Guardiam Service

[ Hyper-¥

[C] Metwerk Controlier

[] Metwork Policy and Access Senvices

1 Print and Document Services

[ Rerncte Access

[] Remote Desktop Services

] Wolume dctivation Services

[ Windows Dep yment Senvices
[] Windows Server Update Senvices

Description

- [m]

DESTINATION SERVER
kel | walfisicn. arincra

Weh Szrver (115) provides 2 relizble,
manageable, snd scelable Web
application infrastructura.

Ainiuusll Mext > [\l

"

lstal || Cancel

x




& Add Roles znd Features Wizard

Select features

Baforz You Begin
Installation Type

Servar selection

Server Roias

Yzb S=rver Role (1I5)
Role Services

Confirmation

- O x

DESTINATION SERWER
wid iR wsalfuicion-arinora

Sel=ct one or more features toinstall on the selected server.
Features.

| D MET Framewo -
I [m] MET Framework 4.7 Features |2 of 7 installed]
i [ Background Intelligent Transfer Service (BITS)

[ ] BitLocker Drive Encryption

] Bitlocker Metwork Unbkock

[ BronchCache

[ Client for KFS

Description

-MET Framework 3.5 combines the
power of the WET Framewark 2.0
APls with new technologies for
building applications that offer
appealing us=r interfaces, protect
wour customers’ persanal identity
information, enzble seam ez and

- secure communication rewi
[[] Conainess _ ication, and provida
[ Data Center Brdgng the ahlity to model a range of
[ Direct Play business processes.

[ ] Enhznced Storage

I:I Failower Cl.ls.l::ring

[ Group Folicy Management

[T Host Guardiam Hypar-V Sugport

[ WO Quality of Service

[ 15 Hastable Web Care

[ Internet Printing Client

[ 1= Address Management (IPAM] Server

'_| ISNS ‘5|=n'er ==H|'l.I:E et

Instal

< Previous || HEH?QJ

B Add Roles and Features Wizard

Baforz You Begin
Installation Type
Server selection

Servear Rolas

Featuras

Role Services

Confirmation

Web Server Role (I1S)

CDEETIMATION SERWER
v iR wealfyisicn-atintra

Web servers sre computers that k=t you share informiation over the Intermet, o through intranets and
exiranets. The Yeb Server role indudes Inbemet Information Services (115} 10.0 with enhanced security,
diagnestic and administration, a unifiad Web platform that integrates 15 10.0, A5P MET, and Windows

Communication Foundation.

* The default installation for the Web Server (115} role includes the installation of role services that
enzable you to senss static content make minor custamizations (such ac default documents and HTTP
errors), monitor and log server actvity, snd configure static content compression,

Mare mformation about Web Server 115

Instal

|4Drwiw5|| Haﬂ:&l

1. 5.4. Select WebSocket Protocol (Application Development, sub item of IIS Web Server)



e Add Rolzs and Features Wizard

Select role services

Bafcre You Bagin
Installation Type
Server Selection
Serwar Rolas

Featuras

¥Web Sarver Role (II15]

Confirmation

Select the role services to install for Web Server {I15)

Role services

DESTIHATION SERVER
wiisD | walfvisicn-acintra

Description

[] Windows Authentication

o4 .I!tppﬁcal:in-n Dc‘\.'e|uprn|:n‘t
] .HET Extensibility 3.5
[] \MET Extensibilicy 4.7

] Application Initialization

[ asp
] ASPWET 3.5
[] ASPHET 4T
O cal
] 15API Extensions
[] ISAPI Filters
] Server Side Includes
"l
4[] FTP Ser¥er
[] FTP Service
[ FTP Extensibility
4 [f] Management Tools
[+] 115 Management Concale

-

I |_| 115 6 Management Compatiilidy

- 15100 and ASP.MET 4.7 support
wniting server applications that
commumnicate over the WebSaocket
Protocol.

4iniuu5|| Mext >

Instal

& Add Roles and Features Wizard

Confirm installation selections

Bafcre You Bagin
Installation Type
Server Seledton
Sarvar Roles
Featuras

¥Web Sarver Role (II15]

Role Services

DEETIMATION SERVER
wiisD | walfvisicn-acintra

To install the followsng roles, role serices, or features on selected server, clck Install

[ Festart the destination server sutomatically if required

Dph onal festur=s (such as sdministrabion tools) m|5||'|l be di:FI.u:p:d on this pege buau:.e{hey hiEue
been selected awtomatically, i you do not want to install thess optional features, dick Previows to clear

their dreck boxes.

Web Server (I15)
Manaoement Tools
15 Management Consols
Web Sarver
ﬁppli:atim Ueuﬂnpmen‘t
YWebSocket Protacol
Cammaon HTTE Featuras
Default Document
Cwrectony Browsing
HTTP Errors

Export configuration settings
Specify an alternate source path




B Add Rolzs and Features Wizard

Bafore You Bagin
Installation Type
Server sekecton
Server Roles
Featuras

¥Web S=rvar Role [115]

Role 3grvices

Confirm installation selections P

- O x

DIESTINATICIN SERWVER

To install the 'ﬁcl|hmn5 rodes, role servcss, or features on s=lect=d server, clck Instsll

[ Aestart the destination server sutomatically if required
Opbonal features (such as administrabon tools) might be displayed on this pege becauss they have
been selected automatically, If you do not want to install thess optional features, dick Previows to clear
their dreck boxes.
Lietault Lincument .
Curmctory Browsing
HTTP Errors
Static Content
Health ard Diagn\:l:l:iu:
HTTP Logging
Rerfarmance
Static Content Compression
Sscurny
Request Filtering

Export configuration Settings
Specify an alternate source path

Prepare file structure

<Previous | Nens || mstal || Cancel
B Add Aelzs and Features Wizard - O o
' DIESTINATION SERVER
Installation progress w1 waltvsion.acinra

View installation progress

o Feature nstallation

L _____________________________________________]
Installation succeeded on wiisdl wolfvision-atintra.

Web Server (115)
Management Toals
115 Management Conscle
Web Server
Application Development
‘WebSocket Protocal
Cammeon HTTP Features
Default Document
Directory Browsing
HTTP Errars
Static Content bl

You can close this wizard without interrupting running tasks. View task progress or open this
page again by clhicking Notificatons in the command bar, and then Task Details

Export confiquraton settings

< Previous Mext » | | Cancel




E | = | Eetract wiolutionLinkPro_WindowsSerer — O =

Rl Hame share Wiew Compressed Folder Taols - n
- L l; * This PC 3 Desktop * vSolutionlinkPro_WindowsServer w | T Search wwwroot 0O
Mame Type | |i = | wnwroot ] It
#F Cuick access — - n Home Share Wiew - @
wiolutienLinkPre Filz folder
I Desktop » ; A : R
= v » This PC » Local Disk (C:) » inetpub > wwwroot w O Search wwwioot O
; Downloads - -
B Name Datz= modified  Type Size
£ Documents ’ sk Quick access .
= Pi lisstart 02.04,2020 1459  HTML Document 1 KR
= P ’ -DSHGP * i isctart 02.04.2020 14:53  PMG Fil SR KB
[«l] iissta L0420 ! il i
Screenshots ; Downloads - .
vSolutionLinkPro 31032020 08:51  Rlzfolder
E This PC E] Docurnents s /_l
[ Pictures —
i# Metwork . o
S reershots = 26% complete >
< B This PC Copying 732 items frem vSelutionLinkF ro_WindowsServer to wwwioot
Tikerm 1 item selected 26% cumplete n x
¥ Network
I
1 items -
) Mere details
Fitems

« Copy the unzipped folder vSolutionLinkPro_WindowsServer to c:\inetpub\wwwroot

| [ 7 | wwwroot
Home Share View
= v 4 » ThisPC » Local Disk (C:) » inetpub » wwwroot
o~
Name Date modified Type Size
3 Quick access
vSolutionLinkPro 02.04.2020 15:03 File folder
I Desktop + -
a iissta Open 020 14:59 HTML Document 1KB
!’ Downloads  # @ isst{  Openin newwindow P020 14:58 PNG File 98 KB
[£] Documents of Pin to Quick access
&= Pictures o 7-Zip >
Screenshots CRC SHA >
[ This PC Give access to
Restore previous versions
@ Network g
N Include in library >
Pin to Start
Send to >
Cut
Copy
Create shortcut
Delete
Rename
Properties b




Permissions for vSolutionLinkPro

Securty

GII'EILIP Or user names:

&8 CREATOR OWNER
SR SYSTEM

SR Users (WVIISD1\Users)

S8 Trustedinstaller

Object name:  C:\inetpub‘wwwroot v Solution Link Pro

£2 Administrators (WVIIS01 \Administrators)

IIS_IUSRS (WVIISO1\IS_IUSRS)

Add... Remove
Pemissions for [IS_IUSRS Allow Deny
Full control % O =
Modify ]
Read & execute |l
List folder contents ]
Read O |u
Coce | [ o

« Change properties to manage permissions of the IIS to allow full control

Start Internet Information Services (lIS) Manager

O &
Best match

h?i" Internet Infarmation Services (115] Manager
* Desktop app A
N

Setup IIS

« Manage sites of 1IS and add the physical path

Filtars ~~
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4] Sites.

Ready
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Filten [3ekticnLinkpra SelutianLinkPro

| Select...

MName Cantent Cirsctary
Physical pathe

—

Pasi-through authentication | Browse For Folder

Connect as.. Test Setti

Sedect a drectory for the appication.

Binding > W Vidkms
Typs: P addi ~ i Logal Disk(C:
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Fost names history

| logs
. temp
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Program Filec w

]
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Seart Welsite immediately
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« Restrict access to https and check the used port.
« This setting is required prior activating Management Hub feature.

B interet Infoin rices 015) M
fz __> Al v WIS e Sitas

File Wiew Halp

|l:n-'lur.im=
@-kd |2 |8

I -5 Start Page
w45 WYISHT [WOLFVISION-AT nsch)
¥ Applicetion Posls
&) Sites

Cancel

Aded W eksite

Gl‘i! Sitel

| SEEname plici

Filter [rsehabenLinkPre [SebutionLinkPro

Select..

Mame Content Directery
Phigical pati:
|G\hzq:uh\wwronﬁv§olnﬁonlinkpm

Pass-through authenticstion

Conrect as. Tast Sattings..,

Typ=: IP addiess:

Exarnples wen coreno.com or maeketing coréeso.com

=] Srart Website immiediately

[ Femrm i | Cartet i

Port:
]

« Define your valid SSL certificate for proper https connection.
« This setting is required prior activating Management Hub feature.
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« Change .NET CLR version in Basic Settings to “No Managed Code”

« Change Managed pipeline mode to “Integrated”.

W ntermet Information Services (15) Manage -
F S B icati i
~ > b e WWIED » Application Pook LR 0'
Filn  Viow Halp
| Comnections o
% 28 ei' Application Pools
I 'g:isunpbgt § Thic pags lats v viswr and manage the list of application pook an the e Application peals am e with wearksr g conlain ohs oF Moe
w42 VIS WOLFVISION-AT onaach) applications, and provide isclation among different applicatiors.
-2} Application Peals: - =
+ [l Sites Fitter - W Go - g Showdll |Greupby No Grouping -
MName Status  METCLRV.. Mansged Pipel. entity Applicaticns
rSchtionlinkPre  Staed A0 Imtegrated ApplicationPoclld_ 1
Edit Application Peai 7 x
dar
VSclutionLnkPro |
MET CLR version:
ho Managed Code ~]
Managed pipeline mode:
Integrated | —
A Stert applicetion pool immeciately
Cantent View
Ready bl

« Change Start Mode in Advanced settings to “AlwaysRunning” to allow 24/7 operation
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w8 WNISDT [WOLFYISON-AT ach) applications, and provide isclation ameng different applicstiors
¥ hpplicetion Pacls
il Fitter. b
» -l S ST tdvanced Settings T X
Mame Status
Oréchionlinkfre Started  ~ [General) A
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Please note

When the IIS is running OnDemand, it stops when:

« No vSolution Link Pro window is open in a browser window at any client
« No Management Hub connection is open

« No device uses calling home.



Installing .NET Core Windows Server Hosting
Install the .NET Core Hosting Bundle.

The application was tested with .NET version 7.0.3:

hosting-bundile-installer

For further details about IIS, please visit:

Stop and restart the service at Application Pool Tasks at IS Manager.
Adopt appsettings.json

« The file appsettings.json allows modifying all settings offline by using a common text editor.

« The most important settings are accessible at the graphical user interface (Configuration — Settings).

Using Management Hub (Cloud)

dl apgsettingsjson - Metepad
File Ecit Format  View  Halp

"Hosting™: {
“AppMame”: "wSolution Link Pro”,
"Port™: 80,
“HttpsPort™: 443,
“UseHttps": true,
"CertificatePath”: "C:\\ProgramData‘\WolfVision\\vSolution Link Prob\\certificate.pfx”,
"Certificatekey”: "Dwx_pGpecdzle Fdm Dp@",
"EnableSwagger": false,
"Enable2FA": false,
"MaxfegquestBodysize™: null

1

"MailServer”: {
"ProviderType™: @,
"MailServer”: "7,
"MailPart”: G87,
“Sender”: "7,
"Username": "",

"Password”: "PEsswdrd”,
"Usefuthentication™: false,
"ConnectionSecurity™: 1,

Ln2l, Cel 73 W% Windows (CRLF)

UTF-E with BOM

« “UseHttps” in section “Hosting” has to be set to “true”.

Activate Management Hub (optional, depending on setup)

The Management Hub for Cloud support needs to be enabled in the setting at initial start:



https://dotnet.microsoft.com/en-us/download/dotnet/thank-you/runtime-aspnetcore-7.0.3-windows-hosting-bundle-installer
https://docs.microsoft.com/en-us/aspnet/core/host-and-deploy/iis/?view=aspnetcore-7.0

Hution Link Pro
ent Hub
. Enabled

Email not

Scheduled tasks

Firmware files

Setting templates

Admin messages

Configuration

@ Device registration

y options

ﬁﬁ . Broadcast
Users
. Multicast

® Dircct

(O Information

Disable fallback mechanism for settings template |

Alternative, activate the Management Hub in the file appsettings.json and adopt all settings according
your needs manually:

| zppsetings - Motepad - m} i
File Edit Format  View Heslp
"DeviceManagament™: { A
“"UseMock™: false,
"StatusConnectedThreshold™: 45,
"AllowedSecondsForRestart™: 188,
“DeviceliscoveryEnabled”: trus,
“PolllycleSeconds”: 15,
“CommuricationTimeout”: 5000,
"MakelbnlanPort": 9,
"WakeOnLanWaltSeconds™: &@,
“"WakeOnLanfActive™: false,
“"UnassignedbevicesVisinle™: false,
"DiscoveryTimeout™: 1068,
"Down loadiebUiTimecut™: &8,
"ManagementHub”: {
"Enabled": trus,
"HeepfliveTimeout™: &,
"Emalllotiflcation™: {
"Emabled": true,
“"HostingDomain™: “https://my_wsolutionlinkopro.com™,
“Interval™: TAfL * o o o2T,
“Recedvers”: [
“armin@wolf . net”
]J
"Ishctive™: true

ts v

Ln 21, Cal 73 100%  Windows (CRLF) UTF-2 with BOM

Start the application

« To start vSolution Link Pro, open the browser of the workstation and enter the IP address of the server.
« Example URL http://192.168.0.1:80



- & NewTab X

) http://192.168.0.1:80 I @0 @®

N

« For security reasons, the default password has to be changed at first login.

« Please note, after inactivity of 30 minutes, you will be logged out automatically.

Device Requirements

« To access the devices, they have to be online and reachable!

« Cloud-connected devices (Management Hub) are keeping a secure websocket connection (WSS) open to allow
managing.

« E.g. Cynap devices will disable their LAN ports when powering down by default and can be powered up by
using the Wake on LAN functionality. For network infrastructures with blocked

« Wake on LAN, use power down mode Power Save to keep the LAN port of your Cynap system active.

« Depending on network infrastructure and due to multiple network ports, IP routing has to be specified to route
the network traffic.

« When using WolfVision Visualizer devices, use power down modes Normal or ECO to keep the LAN port

active.

First Login — Change Password (“admin” at initial start)

When you login the first time, the password must be set:

Change password

« When the blank Windows server IIS page should be opened, check the used ports and restart the server.

Updating vSolution Link Pro



« Stop vSolution Link Pro at IS Manager.

« Backup the “Data’ folder from your current installation folder.

« Unpack the zip archive of the new version and copy the full content to the installation folder.

Important

Copy the content from your previously saved content of "Data’ to the current "Data’ folder.

« When the installation folder “vSolutionLinkPro” was exchanged, the permission has to be renewed (see chapter

5.5 Prepare file structure).

Complete the update

« Start the vSolution Link Pro at the IIS Manager.

Updating from version v1.8.0 (or earlier)

« When vSolution Link Pro version 1.8.0, or earlier was installed previously, the application pool has to be

modified.
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Change Start Mode in Advanced settings to “AlwaysRunning” to allow 24/7 operation
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Please note

When the IIS is running OnDemand, it stops when:

« No vSolution Link Pro window is open in a browser window at any client

« No Management Hub connection is open




« No device uses calling home.

Check the settings files web.config and appsettings.json

« Verify web.config (will be found in the root folder of the 1IS), hostingmodel has to
« Set Enable 32-Bit Applications to “False”
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« Verify web.config (will be found in the root folder of the IIS), hostingmodel has to be set to “inprocess”.

7| web. config - Mot=pad _ = "

| File Ecit Format  View Help
|<?¥ml version="1.8" enceding="utf-8"2»
|<configuration:
<location path="." inheritInChildApplications="false">
<system.webServers
<handlerss
<add name="asplet(ore” path="*" verb="*" modules="AspletCoreMaduleV2" resourcelype="Unspecified” /»
| </handlers>
| <asphetCore processPath=".'WolfVislon.MgntTool . Apl.exe"” stdoutlogEnabled="false" stdoutlogFlile=".%logs\stdout”
<environmentVarlables>
<envirgnmentVariable name="ASPMETCORE_EWVIRONMENT" wvalue="Production”™ /»
</environmentVariables>
</aspletCores
<security>
<requestFiltering allowloubleEscaping="True">
<requastlimits maxdllowsdContentlength="2147483648" />
</requestFilterings
<feacurity>
<fsystem.webServers
</ location»
| </configurations
(<l--Projectuid: BPECEICE-D3AF1-47F3-54D00- GEDAFLREAEFD--»

hostlngModel="1inprocess">

Ln 21, Col 73 100%  Windows (CALF) UTF-& with BOM

« The setting “InProcessHostingModel” in the file appsettings.json is obsolete since Solution Link Pro v1.9 and
later.

« This setting is ignored and has no effect anymore.



| 2ppeettings json - Motepad - O

File Edit Format View Help

{
"Hosting™: {
“Appflame”: "vSolution Link Pro™,
"Part”: &8,

"HttpsPort": 443,
“UseHttps": true,
"CertificatePath”: "C:\\ProgramData'\WolfWision\\wSolution Link Prot\\certificate.pfx",
"InProcessHostingModel™: tﬂue,|
"Certlflcatekey": "Dvx_pGpcdzZe Fdm_Dpa",
"EmabledSwagger”: false,
"Enmable2FA": false,
"MaxflequestBodySize™: null

]J

"MailServer": {
"ProviderType": @

3

"MailServer": "V,
"MallPort™: 587,
"Sender": "",
“Username™: "

,
"Password™: "PEsswird”,
"Usefuthentication™: false,
"ConnectionSecurity”™: 1,

Ln 21, Col 73 100% | Windows (CALF) UTF-8 with BOR

Move from Desktop Installation to IIS Installation

To move all data from a former desktop installation to a server installation, ensure that vSolution Link Pro is
properly installed on the IIS server.

Important

A fresh installation of vSolution Link Pro on the server with identical version number than the former desktop
installation is strongly recommended.

By continuing with the following steps, all the data of the vSolution Link Pro installation on the server get lost.

1. Stop the vSolution Link Pro server at the IS Manager.

2. Delete all files and subfolders of the "Data’ folder on your IS installation.

3. Default path:
o C:\inetpub\wwwroot\vSolutionLinkPro\

4. Copy the entire contents of the "Data’ folder from your desktop installation.

Default path:

« Windows desktop installation (hidden folder) C:\ProgramData\WolfVision\vSolution Link Pro\
« MacOS desktop installation /Library/Application Support/WolfVision/vSolution Link Pro/

5. Paste the files into the "Data’ folder of your IIS installation.

6. Default path:

« C:\inetpub\wwwroot\vSolutionLinkPro\
Important
« Check all listed paths in the appsettings.json file and correct it accordingly.

« Default path on 1IS: C:\\inetpub\\wwwroot\\vSolutionLinkPro\\Data\\Start the vSolution Link Pro at the IS
Manager.

« All settings and data of the former Desktop installation are transferred to the server, including login credentials.

Index



Version Date Changes
Update to vSolution Link Pro version 1.9.1
1.9 2023-10-27 Added section “Move from Desktop Installation to IIS Installation”.
190 2023-07-25 Update to vSolution Link Pro version 1.9.0 Added rules for updating the applicatio

n.

The version numbering has been adapted to the versioning of the application.

1.5 2023-05-17 Added Management Hub activation (Cloud)
1.4 2023-04-25 Update to vSolution Link Pro version 1.8.0
1.3 2022-06-21 .NET Core Update to version 5.0.17
1.2 2022-05-23 Added WebDAYV note
1.1 2021-07-07 Updated Firewall rules
1.0 2021-03-09 Created
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