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Declaration Copyright © 2018 Shenzhen HouTian Network Communication Technology
Co.,Ltd

All rights reserved, with retained ownership Without Shenzhen HouTian Network Communication Technology
Co.,Ltd written authorization, any company or personal can’t copy, writer or translation part or all contents. Can’t
do commodity distribution for any commercial or profitable purposes by any ways(electricity, mechanical,
photoprint, record or other methods).

VONETS

is the registered trademark of Shenzhen HouTian Network Communication Technology Co.,Ltd. The other all
trademarks or registered trademarks mentioned in this documents are belong to the individual owners. The
product specifications and information technology mentioned in this manual are just for reference, if any updates,
without other notice. Except for special agreements, this manual is just for user guidance, any statements,
information and so on in this manual can’t constitute the warranty of any forms.



Application Method

1. WiFi Repeater:

In this application, VONETS devices are used to extend the wireless signal coverage of existing AP or wireless
router.
The computer can connect to the device wirelessly. After the VONETS device adds a source hotspot, its DHCP
server is disable by default.

2. WiFi Bridge:

In this application, VONETS devices are used to extend the wireless signal coverage of existing AP or wireless
router. The computer can connect to the device wired. After the VONETS device adds a source hotspot, its DHCP
server is disable by default.



3. WiFi AP:

In this application, VOENTS device implements the wireless access function of the wired LAN. The computer can
connect to the device wirelessly. After VONETS device successfully connects to the wired LAN, its DHCP server is
disable by default.

Setting Guide

1. Connect Device

VONETS device is powered on (5V/2A) and then connected to the computer. There are two connection ways to
do this: 1) The computer is wired connected to the LAN port of VONETS device;

2) The computer is connected to WiFi signal of VONETS device, its hotspot parameters as below: WiFi SSID:
VONETS_******
(Corresponds to the MAC address of the VONETS device) WiFi password: 12345678



2. The application configuration of Repeater + bridge (The application configuration method of repeater & bridge
is basically the same).
1) After the comp,iter is connected to VONETS device, open Browser, input configured page: http://vonets.cfg (or
IP: 192.168.254.254), then press Enter;

4) Input “Source wireless hotspot password”, click “Apply”;

(The “Advanced Setting” here can be kept unchanged, for instructions on this option, go to www.vonets.com and
download the “VONETS Series Product Instruction Guide”).
• IP layer transparent transmission (factory default), transparent transmission of IP layer data, can meet most of
WiFi bridge applications;
• MAC layer transparent transmission, transparent transmission of all data above the MAC layer (link layer) and
MAC layer, including IP layer data. MAC transparent transmission can solve some special applications for MAC
layer encryption, such as GoPro camera, Cisco AP, Hikvision monitoring system, etc. • The option “The
configuration parameters of WiFi repeater security is synchronized with source hotspot” is default ticked, it means
The SSID of the VONETS repeater is associated with the SSID of the source hotspot, and the WiFi password is
the same as the password of the



5) Click “Reboot”, VONETS device will connect to the configured WiFi hotspot automatically, if connection is
successfully, the WiFi LED light will quick flash;







Remark 1: When VONETS Bridge connect to external network, the IP address of the device will change. At this
time, when log in configured page, we suggest you enter configured domain name: http://vonets.cfg. Or in
Windows command window, enter the command: ping vonets.cfg, to get the IP address of the device, then log in
configuration page with this IP.

Appendix Frequently Asked Questions

1. How to reset to the factory default parameters? Power on the device, after 60 seconds, long press Reset button

until 5 seconds, the green light will flash a few, then the device will automatically reset to the factory default

parameters (it will take about 60 seconds to reset the device), during the recovery of the factory operation, the

product can’t be powered off, otherwise it may cause the product to Damage. (Reset Instructions)

2. Does VONETS bridge support firmware upgrade, how to upgrade? VONETS bridge supports firmware

upgrade, and support online upgrade, please visit website; www.vonets.com to refer to the related documents.

3.  The device WiFi hot spot can be found, but the smart phone or PC can’t connect to this device hotspot?

Reason 1. Due to some unexpected operation or power down, caused the destroy of device parameters. At

this time, just need to reset the device to factory default parameters;

Reason 2. The device WiFi doesn’t work at the best channel, make the performance worse. At this time, you

can try to change the source WiFi hot spot and this device WiFi channel to make the performance better; •

Reason 3. The smart phone or PC haven’t configured the correct WiFi password;

The device has been configured the source WiFi hot spot parameters, the smart phone or PC has connected to

the device WiFi hot spot, but still doesn’t get Internet?

First, check the status light to know the current state of the device, then according to the state of the device to

analyze the fault reasons;

Reason 1. The distance between the device and source WiFi hot spot is too long, cause the communication

performance degradation, finally effect the user’s access to the Internet. At this time, just need.

shorten the distance between the device and source WiFi hot spot to solve th s problem;

Reason 2. Due to some unexpected operation or power down, caused the destroy of device parameters. At

this time, just need to reset the device to factory default parameters:

Reason 3. The device WiFi doesn’t wor< at the best charnel, make the performance worse. At this time, you

can try to change the source WiFi hot soot WET channel to make it the same as the default channel of the

device, then reboot the device, the device will automatical y exchange to the same channel as the source WiFi

hotspot, to make the performance better;

Reason 4. There are several WiF, hot spot around the device, WiFi channel mutual interference, make the

performance worse. A: this time, you can try to change the source Wirzi hot spot and this device WiFi channel

to make the performance better;

Reason 5. The configured source Will not spot parameters are not correct. At this time, just need to configure

the correct parameters then reboot the device:

5. The smart phone or PC has been connected the device by WiFi or Ethernet cable, but user can’t log in the

device WEB page, or after log in the WEB it shows error?

Reason 1. The users don’t use the browser recommended by vONETVIE.Google Chrome, Safari, the mobile

phone browser);

Reason 2. The smart phone or PC installed the firewall, the secv[Y, level is set too high, caused the above

problem. At this time, on y floe° to close the firewall;

https://www.router-reset.com/info/vonets/vap11g


Reason 3. The security level of browser is too high, it will also cause the above problem. At this time, just need

to reduce the browser’s security evel, then log in again:

Reason 4. The IP address of the device input error. Foe the new device from the factory, user only need input

the correct IP address according to the ,instruction guide: for the device that has connected the source hot

spot, user only operate according to<Remark 1>.

FCC STATEMENT :

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:
(1) This device may not cause harmful interference, and
(2) This device must accept any interference received, including interference that may cause undesired operation.
Warning: Changes or modifications not expressly approved by the party responsible for compliance could void the
user’s authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant
to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates uses and can radiate radio frequency energy
and, if not installed and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one or more of the following
measures:

Reorient or relocate the receiving antenna.
Increase the separation between the equipment and receiver.
Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
Consult the dealer or an experienced radio/TV technician for help.

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This
equipment should be installed and operated
with minimum distance 20cm between the radiator & your body
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