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Product Information

Specifications:

Model: D3

Compliance: FCC Part 15

RF Radiation Exposure Limits: Compliant with uncontrolled environment standards

Minimum Distance: 20cm between radiator and any part of the body

Product Usage Instructions

FCC Compliance:
The D3 device complies with part 15 of the FCC Rules. It operates under the following conditions:

This device may not cause harmful interference.



This device must accept any interference received, including interference that may cause undesired operation.

Minimizing Interference:
To minimize interference, follow these recommendations:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

Consult the dealer or an experienced radio/TV technician for help if needed.

RF Radiation Exposure:
For your safety, this equipment should be installed and operated with a minimum distance of 20cm between the
radiator and any part of your body.

Fingerprint password lock instruction manual

Part 1: Fingerprint password lock terminal operation instructions

The first three password users and the first three fingerprint users registered after the machine is initialized are

the administrators. For example, the administrator has been registered in the fingerprint password lock. To add

and delete users again, you need to verify the administrator first;

When the fingerprint is not entered, any fingerprint and the initial password “123456” can be unlocked. After

registering the fingerprint or password, the illegal fingerprint and password will not be able to unlock;

If the fingerprint password lock is bound to the mobile phone Tuya APP, the lock can be unlocked through the

APP operation. Illegal fingerprints and passwords will not be able to unlock;

After leaving the factory, the device will not turn on the Bluetooth configuration mode before the fingerprint or

password is entered. At this time, the fingerprint password lock device cannot be searched with the Tuya APP.

After entering the management fingerprint or password, please press any key or fingerprint to wake up the

system, and the Bluetooth network configuration mode will be turned on for 1 minute. At this time, you can

search for this fingerprint password lock through the Tuya APP manual or automatic search function; after 1

minute If the device is not connected, the network distribution mode will be automatically closed;

The fingerprint lock can enter up to 50 fingerprints and 100 unlock password;

After the fingerprint lock is restored to factory settings, the default is the English version, please follow the

operation below to switch the Chinese version.

Language switch: 
Press any key to wake up the system, press “8899” +”#” key, the blue light of the fingerprint light flashes, and the
voice prompts “Please verify the administrator” (if no fingerprint or password has been entered, use any fingerprint
or the default password “123456” verify). If the verification is successful, the green light will be on for 1 second,
and the corresponding language “Chinese, (English) will be prompted by voice, that is, the switch is successful.

Anti-lock function:
(only with double tongue lock body)
After successfully verifying the fingerprint or password, lift up the handle to lock it.

Add fingerprint:



1. Press any key to wake up the system, press the • 1″ + “#” key, the blue light of the fingerprint light flashes, and

the voice prompt “Please verify the administrator” (if no fingerprint or password has been entered, use any

fingerprint or the default password “123456” verify). After the verification is successful, the fingerprint entry

starts, and the voice prompt “Please start entry”, touch and press the finger you want to set at the center of the

fingerprint. If the fingerprint data is successfully collected, the green light will flash once, and the voice prompt

“please enter again”, and the red light will flash once the collection fails. A total of 5 valid fingerprints need to be

collected. After the 5 collections are completed, the green light will be on and the voice prompt will be

displayed. Entry is successful”, it means that adding fingerprints is complete. The touched finger requires multi-

angle collection, which is beneficial to the expansion of the database and helpful to the sensitivity of

recognition! The first three fingerprints and the first three sets of passwords entered are for the administrator.

2. Press the reset button on the rear handle (the small hole next to the button) for 1 second to quickly add users,

repeat step 1 to start fingerprint entry.

Add password:

1. Press any key to wake up the system, press the •1 • + •#• key, the blue light of the fingerprint light flashes, and

the voice prompt “Please verify the administrator” (if no fingerprint or password has been entered, use any

fingerprint or the default password •123455• verify). After the verification is successful, the password entry will

start, the voice prompt “Please start entry”, start to enter the password you want to set (support 6 to 12 digits

password length) and press the # key to end. If the password data is successfully collected and the length is

valid, the green light flashes once and the voice prompt “Please enter the password again”. If this collection is

invalid, the red light will flash once and the voice prompt “Please re-enter”. After the input is completed, press

the “#” key to confirm the password you just entered; the voice prompt “Password set successfully” indicates

that the password is added. The password entry needs to be entered twice.

2. Press the reset button on the rear handle (the small hole next to the button) for 1 second to quickly add users,

repeat step 1 to start password entry.

Delete all fingerprints, passwords and Bluetooth data:

1. Press any key to wake up the system, press the •aaa• + •#•key, the fingerprint light flashes in red, and the

voice prompts “Please verify the administrator” (if no fingerprint or password has been entered, use any

fingerprint or the default password •123456• verify). If the verification is successful, the factory settings will be

restored. The restoration is successful, the green light will be on for 1 second, and the voice prompt “factory

settings restored successfully”, all fingerprints, passwords and Bluetooth data will be deleted.

2. To force reset to factory settings, press and hold the reset button on the handle for 8 seconds, the fingerprint

light flashes in red, release it, the light turns green, and the voice prompt “Restore to factory settings

succeeded”, indicating that the factory settings are restored successfully.

Normally open mode:

1. Press any key to wake up the system, press the •2s• +•#•key, the fingerprint light will flash in purple, and the

voice prompt “Please verify the administrator” (if no fingerprint or password has been entered, use any

fingerprint or the default password •12345s• verify). The verification is successful, the green light is on for 1

second, and the corresponding language “normally open mode” is prompted by voice, that is, the setting is



successful. Repeated operations can be switched to normally open mode or automatically locked. After

entering the normally open mode, press a valid fingerprint to release the normally open mode, and the voice

prompt “cancel normally open mode”.

2. Press the normally open button on the handle for 1 second, the purple light of the fingerprint light flashes,

release it, and the voice prompts the corresponding language “normally open mode” or “cancel normally open

mode”.

3. To close the door lock in the normally open mode, press any button to wake up the system, press the “#” key to

close the lock, or press the entered fingerprint or password verification to execute the lock, and the normally

open mode is automatically closed.

Low voltage: 
When the voltage is lower than 4. 5V, the red indicator light will flash 3 times continuously. It also prompts “low
battery” and the lock can continue to be unlocked. When the voltage is lower than 4.2V, the red indicator light will
continue to flash 3 times quickly and the lock cannot be unlocked.

Auxiliary function

1. The product is equipped with anti-peeping function: when entering the password, you can add any number of

garbled codes before or after the valid password, and the door can still be opened. The total length of the

entered password cannot be greater than 12 digits;

2. Long press the “#” key for 3 seconds to exit the menu and enter the off-screen sleep state.

RGB three-color LBD status list 



Tuya APP Operation Instructions

APP installation

Download and install the “Tuya Smart” APP from the app marketo

After installation, follow the prompts to register and log ino

Distribution network connection lock

Start the distribution network process:

If no fingerprint or password is entered, press any button or fingerprint to enter the network distribution mode. If

the fingerprint or password has been entered, the machine will automatically enter the network distribution

mode;

Open the APP, you can add devices through the manual and automatic discovery windows. After the device

enters the network configuration mode, the APP will automatically pop up the device discovery window. No



display if multiple operations. Please press the fingerprint or password key once to wake up the fingerprint and

password lock device, and let the device turn on the Bluetooth broadcast. For details, please refer to “Graffiti

Operation FAQ”;

Add device: 



Member management 

Click “Member Management”

Family member:



The family member added for the first time is the administrator, click “+” in the upper right

Other members:

Click the “+” in the upper right

Add unlock method



The first method: 

You can directly add fingerprints and passwords on the specific user interface under “Member Management”;

The second method:

Add in the settings interface;

The difference between these two methods:

The first is to add unlocking methods (such as fingerprints, passwords) for a user; The second is to correspond

to a certain user under the specific unlocking method (such as fingerprint, password);

The second method is described below

Fingerprint management:
Add fingerprints, select users, and follow the prompts to enter



Password management: 



Add password: The password can be randomly generated or input by the user. For the specific number of digits,
please refer to “Tuya Operation FAQ”

Dynamic password
This function only supports the lock body with touch code. The dynamic password operation process is as follows:

Swipe left on interface ; enter interface 2; click “Get dynamic password” on interface 2; generate a dynamic
password; enter the password at the fingerprint password lock end to unlock.

Factory reset and unbind

Unbinding on the APP side



On the fourth interface, click “Unbind and clear data” to unbind and clear data. If the APP is not connected to the
lock body, it can also be remotely operated to unbind. After the device is searched by Tuya APP next time, the
device will be restored to factory settings.

Tuya Operation FAQ:

Unlocking method: fingerprint unlocking, password unlocking, Tuya APP unlocking;

A user can have multiple unlocking methods, and in this unlocking method, there can be multiple unlocking

implementations. For example, Zhang San can unlock with fingerprints, passwords, and cards, and there are

50 fingerprints and 100 passwords.

Fingerprint password lock when fingerprint or password is not registered. The device will not turn on the

Bluetooth network configuration mode. Before connecting the Tuya APP, you need to press the fingerprint or

password first, then the device wakes up and turns on the network configuration mode for 1 minute;

After the lock body is restored to factory settings, all data in the device will be cleared;

Support virtual password function;

The first three fingerprints and passwords entered for the first time are administrator rights;

The number of touch keys is related to the number of digits of the user password: if there are 10 digital keys (0-

9) for the touch code of the machine, the number of digits of the user password is 6-12 digits;

The dynamic password generated by the APP has 6-12 digits, and the user can directly enter it at the lock end

to unlock;

This device complies with part 15 of the FCC Rules. Operation is subject to the following two conditions:

1. This device may not cause harmful interference, and

2. This device must accept any interference received, including interference that may cause undesired operation.

Changes or modifications not expressly approved by the party responsible for compliance could void the user’s
authority to operate the equipment. This equipment has been tested and found to comply with the limits for a



Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates uses and can
radiate radio frequency energy and, if not installed and used in accordance with the instructions, may cause
harmful interference to radio communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or television reception, which can
be determined by turning the equipment off and on, the user is encouraged to try to correct the interference by one
or more of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

Consult the dealer or an experienced radio/TV technician for help.ct.

This equipment complies with the FCC RF radiation exposure limits set forth for an uncontrolled environment. This
equipment should be installed and operated with a minimum distance of 20cm between the radiator and any part
of your body.

Frequently Asked Questions

What compliance standards does the D3 device meet?

The D3 device complies with FCC Part 15 regulations.

How can I minimize interference when using the D3 device?

To minimize interference, you can try reorienting or relocating the receiving antenna, increasing the
separation between the equipment and receiver, connecting the equipment to a different circuit, or seeking
assistance from a dealer or experienced radio/TV technician.

What is the recommended minimum distance between the radiator and the body when operating the D3
device?

It is recommended to maintain a minimum distance of 20cm between the radiator and any part of your body
for RF radiation exposure safety.
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