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Specifications

« Network Management System: UNC-NMS
o Main Features:
o Dashboard Site Management Device List
o Statistic
o Topology Viewer Event Reports Alarm System Switch Virtual Panel
Batch Provisioning
o Coverage Heat Map
o Customized Profile
o Auto Provisioning
o Cluster Management
o Zone Plan
o Authentication
o User Control
o Scalability
« Maximum Scalability: 100 sites, 100 site maps, 102,400 nodes
« Network Management Characteristics:
o Built-in DHCP Server
o Built-in RADIUS Server
o SSL secure access
o Certification Authentication
o Web-based GUI management interface
o SNMP v1, v2¢, and v3 management
o Supports PLANET DDNS/Easy DDNS
« Industrial-grade Physical Hardware:
o 6 x 10/100/1000BASE-T Gigabit Ethernet RJ45 ports (LAN 5 and
LAN 6 are bypass ports)

o

1 x LCM for basic system setting
2 x LEDs (Power and HDD)
2 x USB 3.0 ports for configuration backup and restoration

o

o

1 x RJ45 Console port interface

o

1 x Reset button
1 x 3-pin AC Power input socket for 100~240V
1U Rack-mount

o

o

o

Product Usage Instructions

Remote Logging in NMS
To log in the NMS:

1. Open Chrome/Firefox and go to the default IP: https://192.168.1.100:8888

2. Please ensure to use Chrome/Firefox for full support (Ul Resolution 1280 x 1024)



Account Modification
To modify the account:

1. Enter a new account (except using ‘admin’)
2. The new password must include at least one lowercase letter, one uppercase letter, one digit, and one special

character (~, |, @, etc.) without a question mark and must be at least 8 characters long.

IP Configuration Setting
To configure IP settings:

1. Select Static IP or DHCP Client for IP configuration setting.

2. The IP status is displayed in real-time.

If you intend to use the SMTP Alarm function, you must enter at least one DNS server.

How to Add a New Site?
To add a new site:

1. Press the ‘Site’ button and go to the site Summary/Map page (Default is Summary page).
2. Click the ‘+’ button to open the ‘Add New Site’ page.

Frequently Asked Questions (FAQ)

Overview

Main Features:



Providing the at-a-glance view of center system, site summary, site Map, traffic, POE netw

Dashboard ork status

Site Management | To create site list, site map for NMS agent management

To management all site devices or filter one site devices list for NMS agent function

Device List .
operation
Statistic To show Top 10 Event Report, History Comparison function, Critical Events for devices
Topoloay Viewer A topology of network devices compliant with MQTT, SNMP, ONVIF, Smart Discovery and
pology LLTD Protocol with Map or not
Event Reports The status of a network can be reported via network alarm, system log
Alarm System Email alerts for the administrator via the SMTP server

Switch Virtual Pane

| To directly configure the switch for basic function

Enabling multiple APs to be configured and upgraded at one time by using the designated

Batch Provisioning profile for each site

Coverage Heat Ma | Real-time signal coverage of APs on the user-defined floor map to optimize Wi-Fi field dep
p loyment

Customized Profile | Allowing the creation and maintenance of multiple wireless profiles

Auto Provisioning Multi-AP provisioning with one click

Cluster Manageme Simplifying high-density AP management

nt

Zone Plan Optimizing AP deployment with actual signal coverage

Authentication Built-in RADIUS server seamlessly integrated into the enterprise network
User Control Allowing on-demand account creation and user-defined access policy
Scalability Free system upgrade and AP firmware bulk upgrade capability

Maximum Scalabilit

y 100 sites, 100 site maps, 102,400 nodes

Network Management Characteristics

« Built-in DHCP Server

« Built-in RADIUS Server

o SSL secure access

« Certification Authentication

« Web-based GUI management interface
« SNMP v1, v2c, and v3 management

« Supports PLANET DDNS/Easy DDNS

Industrial-grade Physical Hardware

« 6 x 10/100/1000BASE-T Gigabit Ethernet RJ45 ports (LAN 5 and LAN 6 are bypass ports)



1 x LCM for basic system setting
2 x LEDs (Power and HDD)

2 x USB 3.0 ports for configuration backup and restoration

« 1 x RJ45 Console port interface
« 1 x Reset button
1 x 3-pin AC Power input socket for 100~240V

« 1U Rack-mount

APPLICATIONS

o2 2

UNI-NMS Server

DMZ External Authentication Server
Industrial Router Server (Web/FTP/mail) TFTP Server

(Taipei)

PoE Switch PoE Switch

UNI-NMS Agent

AP AP Laptop VoIP
Computer
° Single Mode Fiber 10km ‘
Media Converter Chassis Media Converter

BEFORE FIRST LOGIN

Product Overview



Console Port

Front Panel
Power/HDD LED

LAN 1~6 Ports (LAN 5 and LAN 6 are bypass ports)

JPLANET
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Reset
LCD Button

USB 3.0 Ports

Back Panel

AC IN (100~240V)

Remote Logging in NMS

« Open Chrome/Firefox to log in the NMS.( Default IP: https://192.168.1.100:8888)
« Please use Chrome/Firefox to get fully supported. (Ul Resolution 1280 x 1024)

+

r A Mot secure | bps 1921681 10005885

Your connection is not private

Attackers might be trying to steal your information from 192.168.1.100 {for example
passwords, messages, or credit cards). Leam more

NET:ERR_CERT_AUTHCAITY_INVALID

1. Press the “ADVANCED” button

HIDE ADVANCED Back to safety

tis 192.168.1.100; its security certificate is not trusted by
emi. This may be caused by a misconfiguration or an

This server could not prove that

Your COMPUter's aperating sys
attacker intercepling your connection

2. Press “Proceed to...”

Procesd to 192,168, )0 (unsafa)



SETUP WIZARD
Account Modification

Steps to modifying account:

1. Please key in a new account, except using “admin”
2. New Password must include at least 1*[a~z], 1*[A~Z], 1*[0~9], 1*[~, |, @, ..., w/0 “?”] and must contain at least

8 characters.

Account Modification

2 [admin123 |
N [1gaziQaz 2|
atvpe Pa ord |........| Y G)|

*Please key in a new account, except using "admin”
Mew Password must be included at least 1*[a~z], 1*[A~Z]., 17[0~9], 1*[~, L. @. ..., w0 "?"]

Mext

IP Configuration Setting

1. Select “Static IP” or ” DHCP Client” for IP configuration setting.
2. IP status is shown in real time.

* If you want to use the SMTP Alarm function, you must at least enter one DNS server.

IP Configuration Setting
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Back Next

How to add a New Site?
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Steps to add a new site:

1. Please press “1. Site” button then go into site “2. Summary”/Map page. (Default is Summary page)
2. Press “3. +” button to open the “Add New Site” page.

Back | Apply

Description |

Ci |
Address

Latitude J |
Longitude JJ |

[UFTTY | New Image v | Description: EERE | FE B=

Device ID [Re—gen] Validate

3.

Steps to add a new site: (Fields marked in red are required)

3. Enter the Site info. for “1. Site Name/Description/City” /Address/Latitude/Longitude/Image.

4. Enter the NMS Agent Configuration for . “2. Account/Password” then press “3. Re-gen” button to create an
Device ID. After enter the required fields, press 4. Apply button.

1
Back  Apply Process done. File will be deleted within 60 seconds.

Download NMS Agent Conﬂguration]

2

Steps to add a new site:
5. Press the “1. Export” button to create an “NMS-Agent-Conf” file.
6. Click the “2. Download NMS Agent Configuration” link to get the “3. file”.
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Back || Apply Process done. File will be deleted within 60 seconds. i

Download NMS Agent Configuration]

2.

Steps to add a new site:
5. Press the “1. Export” button to create an “NMS-Agent-Conf” file.
6. Click the “2. Download NMS Agent Configuration” link to get the “3. file”.

H i Remots 3.
@980 8 0. Flo. > Remor
Backup / Restore NMS Agent Configuration
r Diagnostics Remote Management REEE A4

Server DNS or IP Address JRING]

Port §JEEEY

| System Setting

| System Upgrade

Import UNC-NMS CA FmEELERCIer (B3 3 S 3 S 3={adu

Steps to add a new site:

7. Going to the NMS-500/NMS-1000V web in 1. Remote Management page.
8. 2. Upload the “NMS Agent Configuration file” in the Step 6. and press “3. Apply”. (It will auto-Import

authentication info.)
. Select the “4. Enable RO or Enable RW” for remote management function and enter the Server DNS or IP

Address, Port (default is 8887) fields. After above step, press “3. Apply” again.

3.

NMS Agent Configuration

Remote Management J[FENLNEY

External NMS Server
Server DNS or IP Address JPITETR
Port

Import UNC-NMS CA NRiGTWERLEer (B4 1 1 -QESTE Lt

Steps to add a new site:

7. Going to the NMS-500/NMS-1000V web in 1. Remote Management page.

8. 2. Upload the “NMS Agent Configuration file” in the Step 6. and press “3. Apply”. (It will auto-Import
authentication info.)

9. Select the “4. Enable RO or Enable RW” for remote management function and enter the Server DNS or IP

Address, Port (default is 8887) fields. After above step, press “3. Apply” again.
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Steps to add a new site:

10. Go back to the UNC-NMS web “Site/Summary” page to check the site status is online or off-line
% In case of issues, please utilize Maintenance/Diagnostics to conduct a ping test between UNC-NMS and
NMS-500/NMS-1000V.

Ensure successful package transmission between the systems

APPENDIX

Appendix — MQTT Devices Support List
Please click

(D PLANET

&S PLANET

Supported Devices

Switch / Industrial Switch / Router f AP

. . Release
Description Version Download
Date

Switch

GS-4210- 24-Port Layer 2 Managed Gigabit Ethernst Switch W/2 SFP 2020-11-
i v2.305b201130 v
24125 Interfaces 30
] GS-4210- 16-Port Layer 2 Managed Gigabit Ethernst Switch W/2 SFP v2.305b200904 2020-09- ¥
16T2S Interfaces 04
8-Port 10/100/1000T 802.3at PoE + 2-Port 100/1000X SFP 2020-09-
Y Gs-4210-8P25 ) v2.305b200904 L 4
Managed Switch 04

Appendix — Console

« When the “UNC-NMS login” appears, please enter user login account “adminuser”, and password “adminuser”.



@ PuTTY (inactive) — O x

Senal line Speed
COME 115200

C_onnedion type: B B

(ORaw (O Telnet (O Rlogin () SSH (@) Serial

THANK YOU
www.planet.com.tw

Documents / Resources
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GAMNE e
i NMS-500, NMS-1000V, NMS-500 UNC-NMS Network Management Controller Technology, NM
S-500, UNC-NMS Network Management Controller Technology, Network Management Controll
er Technology, Management Controller Technology, Controller Technology, Technology

References

« ® PLANET CloudViewer
« ® Wireless AP Controller - PLANET Technolo
« User Manual

Manuals+, Privacy Policy

This website is an independent publication and is neither affiliated with nor endorsed by any of the trademark owners. The "Bluetooth®" word mark and logos are registered trademarks owned by Bluetooth
SIG, Inc. The "Wi-Fi®" word mark and logos are registered trademarks owned by the Wi-Fi Alliance. Any use of these marks on this website does not imply any affiliation with or endorsement.


https://manuals.plus/m/bcec49cff667725230a7d122986cef22363c71b819d8c338623fd610d6951148
https://manuals.plus/m/bcec49cff667725230a7d122986cef22363c71b819d8c338623fd610d6951148_optim.pdf
https://cloudviewer.planet.com.tw/support.php
https://www.planet.com.tw/en/products/wireless-lan/wireless-ap-controller#outdoor-managed-ap
https://manual.tools/?p=14048061#MTA0LjI4LjIzNC4xNzk7Ozs7
https://manuals.plus/
https://manuals.plus/privacy-policy

	PLANET NMS-500 UNC-NMS Network Management Controller Technology User Guide
	PLANET NMS-500 UNC-NMS Network Management Controller Technology
	Product Information
	Product Usage Instructions
	Overview
	APPLICATIONS
	Product Overview
	Account Modification
	IP Configuration Setting
	APPENDIX
	Documents / Resources
	References



