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Executive Summary

Executive Summary

This technical whitepaper provides recommendations about using the Alert Policies feature of

OpenManage Enterprise on the device, GPU, and CPU threshold feature of the Power Manager Plugin.
Some of the key features are:

e Thresholds and alerts:
o Define optimal power and temperature thresholds.
o Configure alert policies for metrics.
e Operational actions:
o Automate actions like turning on or off power based on power or temperature alerts.
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Introduction

1

Introduction

Alert policy provides the flexibility to take specific actions based on alerts generated for threshold
violations. These thresholds are typically set for power or temperature metrics. You can configure the
various actions to be taken when an alert occurs.

Use Cases:

e Critical situations: For critical alerts (excessive load or overheating), immediate action (like powering
off) may be necessary to prevent hardware damage.

e Scheduled maintenance: During planned maintenance, customers can schedule actions like restarting
servers to address noncritical alerts.

Available Actions:

You can configure various actions to be taken when an alert occurs:

o Power off: Automatically power off the affected device or group of devices to prevent further issues.
o Power on: Power on the device after addressing the alert condition.

o Notify Administrators: Send notifications to relevant personnel by using an email or SMS. Also, alerts
can be forwarded to other consoles.
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Purpose of Alert Policies

2 Purpose of alert policies

You can perform the following actions using the Alert Policies feature when you receive alerts:

e Forward alerts to other management console.

e Send an SMS or email alerts.

e Power off a server in response to specific error.
e Power on a server in response to error recovery.
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Alert Policy Configuration

3

Add devices to monitoring list

To configure threshold and apply alert policy on devices, they must be discovered in OpenManage
Enterprise. After the discovery is successful, add the devices to the monitoring list in Power Manager.

To discover the devices, use the OpenManage Enterprise discovery feature.

GpenManage Enterprise

© = ALLDEVICES

SYSTEM GROUPS

Devices (1) Group Details

> ¥ Advanced Filters
0B % 4 uae
0Oe o 1009868 14

IDENTIFIER

STHACE2

MODEL

PowerEdgs RTSD

Compute

©100.98.68.141

View Details

Quick Actions:
Launch DRAC Console
Launch Virtual Console

Figure 1

All device page

1. Click Plugins - Power Management - Power Manager Devices = Individual Devices > Add

Device.

{@ OpenManage Enterprise

R Power Manager

Overview  Power Manager

¥ MONITORED
Static Groups
Physical Groups
‘System Profile Groups
Individual Devices
All Monitored Devices
» UNMONITORED

¥ VIRTUAL MACHINES

A Home M pevices ¥ Configuration v

Devices  Policies  Emergency Power Reduction  RackView  Analyze Usage Metrics

Inciividual Devices
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Analyze Multivariate Metries

IDENTIFIER

Powsr Manager Devices

MODEL

Bn3pe capabilities
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Figure 2

Add device to monitoring list
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Alert Policy Configuration

2. Onthe Add Devices to Power Manager page, select the device you want to add to the monitoring
list and click Add Selected.

Add Devices to Power Manager 9 X
While adding the devices, Power Manager enables the required settings on servers running iDRAC version 4.40.10.0 or above. And, if the associated hypervisor of the server is also
discovered in OpenManage Enterprise, Power Manager enables the required settings on hypervisor, and adds them to Virtual Machines page.
All Devices All Devices Selected Devices (1)
¥ & System Groups > Y Advanced Fitters
» @ ¥ 4+ name IDENTIFIER MODEL
3 [x] (o) 10098.68.141 STHRC32 PowerEdge R750
»
13
13
13
w & Custom Groups
Query Groups
Static Groups
-
3
3
1 item(s) found. Displaying items 1-1
Add Selected Cance

Figure 3 Monitoring list page

3. To view the device metrics or to set device-level or component-level (GPU or CPU) threshold, click
the name of the device on the Individual Devices page.

@ OpenManage Enterprise cn  ro Bo 3 Lamin @ » @
L] & 4 = [ 3 -] \J
R Power Manager

Pow

RackView  Analyze Usage Metrics

¥ MONITORED

Static Groups

Physical Groups
System Profile Groups
ndiidal Device 0 OB % 4
All Monitored Devices
» UNMONITORED

» VIRTUAL MACHINES

Figure 4  Power Manager devices page
4. To view metrics, go to the Monitoring Metrics tab, and then click the Metrics tab.

5. For device metrics, click Device Metrics Trend. For component metrics—CPU and GPU—click
Component Metrics Trend.
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Alert Policy Configuration

e Enterprise

100.98.68.141  Hesth @Critesl  State:O0n 1P 1009868141 Idontifier: STHRCIZ < = i

Overview  Hardware  Fimmare/Drivers  Alerts  Hardwarelogs  Configuration

Configuration Compliance  Warranty  Licensing  Monitoring Metrics

Metrics Alert Thresholds. Policies and EPR

~ Device Metrics Trend

Energy Consumption Cost and Carbon Emission
Cost Carbon Emission @

Figure 5  Monitoring Metrics page
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4.1

41.1

41.1.1
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Configure alert policy and threshold

After a device is discovered and added to the monitoring list in Power Manager, metrics get collected for

monitored devices and groups. You can configure thresholds for devices and components (CPU and
GPU). This enables actions to be triggered based on the alert policies that have been configured.

Configure alert policy and threshold for component metrics

Create alert policy for component metrics

1. Log in to OpenManage Enterprise.
2. From the Alerts drop-down menu, select Alert Policies.
3. Click Create.

OpenManage Enterprise

n E SConfguatione P Aletsa  SMonitore  BBackup/Restorew & Application Settings ¥
[” Alerts

Alert Log Alert Policies Alert Definitions lert Definitiol

Figure 6  Alert policy

Configure alert policy for critical alert
On the Create Alert Policy page, do the following to create an alert policy for a critical alert on CPU or
GPU temperature metrics:

1. Enter a name and description for the policy that gets triggered when critical alert is generated for GPU

or CPU components.
By default, the Enable Policy check box is selected to activate the policy after it is created.
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Create Alert Policy

Categor) v

essage I v

Step1of8

Name and Description
Name

Description

Enable Policy

System_Power_Off_Policy

When the configured threshold value is violated, the system
is automatically powered off.

Next Cancel

Figure 7

Alert policy name and description

In the Category section, the built-in categories for OpenManage Enterprise and associated plug-ins are
available. Power Manager workflows are associated with the following categories:

e Application > System Health > Metrics
e Application > System Health > Power Configuration
e PDU Support — APC, Vertiv, and Dell iPDU

The Category section is generic and an optional step.

Create Alert Policy

Step20of 8

O an

z tion v
Category

O apc

VVVVVVVVVVVVVVY YV
O0o0oboO0ooobooO0ooboooao

Application

Dell iPDU

Dell Storage

iDRAC

IF-MIB

Internal Events Catalog
Networking

OMSA

OpenManage Enterprise
OpenManage Essentials
Power Manager
RFC1215

SNMPv2-MIB

Vertiv Geist

O vMware

~ [ Imported

Previous Next Cancel

Figure 8
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2. To configure the alert policy for CPU or GPU temperature critical alert, enter the message ID.

e For CPU, the message ID is CMET0021.
e For GPU, the message ID is CMET0018.

Create Alert Policy 9 X
ame and Description v
© Enter message IDs or Import from file
Catege v
O File Selectafile @
Message ID
Download Sample CSV file
Target v
i ® Message IDs CMET0021
Date and Time v
eve v
4
Act v
a v
Step30f8
Previous Next Cancel
Figure 9  Alert policy message IDs

3. Inthe Target section, select the required target devices by clicking the Select Devices list on which
this policy must be applied. Groups are not applicable for component metrics because component-

level threshold feature is not supported for groups.

Job Targe

Select the target from devices or groups.

) ) v @® Select Devices  Select Devices
© v O Select Groups
essage IC v O Specific Undiscovered Devices
Target O Any Undiscovered Devices

Date and Time O All Devices

require the selection of target devices.

Step4of 8

© The selection of target devices is not applicable to all the events generated by the appliance. For
example, the audit logs including the appliance settings, user login attempts, and others do not

0 X

Previous Cancel

Figure 10 Alert policy target

4. Select the device from the list and click OK.
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Select the target devices on the Create Alert Policy page.

Job Target

ALL DEVICES

- SYSTEM GROUPS
» HCI Appliances
» Hypervisor Systems
» Modular Systems

» Network Devices

PDU Devices

» Servers

» Storage Devices
UPS Devices

- CUSTOM GROUPS
Query Groups

Static Groups

Select target devices for the job. Note only devices capable of the action are shown.

All Devices

> Y Advanced Filters

All Selected Devices (1)

B @& ¥ 4+ name IP ADDRESS
e O ~ 100.98.68.141 100.98.68.141
O (o) WIN-2MI3EVS7MAE 100.96.27.58

1

2 item(s) found. Displaying items 1-2

IDENTIFIER MODEL
STHRC32

3VYFPC3

PowerEdge R750
PowerEdge R740xd

oK

TYPE
Compute

Compute

Cancel

Figure 11  Select device for policy

5. ltis recommended to use the default date and time settings for a perpetual policy. If the policy action
needs to be applied only for a specific period, specify using the Date Range, Time Interval, and

Days options.

essage IO v

Target v

Step 5of 8

Date Range

OTime Interval

Days

9 X

From: To:

2024-06-27 E ‘ Mo End Date H

12 : 00 AM 12 00 AM
Sunday @ Thursday
Monday Friday
Tuesday Saturday
Wednesday

Previous Next Cance

Figure 12 Alert policy date and time selection

6. Select the severity level as Critical for the alert.
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Create Alert Policy 0 X
o e v
O Al
= v
O Unknown
essage IC v Oinfo
[J Normal
Target + O Warning
Critical
e and Time v
Severity
A v
v
Stepbof 8
Previous Next Cancel

Figure 13 Alert policy severity selection

7. Inthe Actions section, select the Power Control check box, and then select Power Off from the
drop-down list. This is to power off the target device when a critical alert is generated on its CPU or

GPU.
Create Alert Policy 0 X
e e v
(Enable)
“ategor v ( Enable)
(Enable)
essage IC « U 1gnore
( Enable)
Target v Power Control
e and Time v ‘ Power Off v
Severit v ( Enable)
O Mobile
SR v
Step70f8
Previous Next Cancel

Figure 14  Alert policy actions

The Summary section displays all the details of the alert policy to be reviewed before creation.
8. To update any values, go to the respective page and update it.

9. Click Finish to complete the Alert Policy creation for critical alert.
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Create Alert Policy
- a v
wirilwiie V
ATTRIBUTE
. - v
Name
S v .
Description
Date and Time v Enabled
. > Actions
Targets
Actions v
Start Date
Time Interval
Days
Step 80of 8

Review your inputs and click Finish to continue

@ X

VALUE

System_Power_Off_Policy

When the configured threshold value is violated, the system is autom...
false

Power Control

1 Devices

08/04/2024

None

All

Previous Finish Cancel

Figure 15 Alert policy summary

After the alert policy is created, you can edit, delete, disable, or enable the policy by selecting the
respective policy.

E OpenManage Enterprise

7 Alerts

Alertlog  Alert Policies  Alert Definitions

WrHome B Devces  $Confgumton~ ¥ Alerisv  SiMontors B Backup / Restore

EMAIL SNMP TRAP F... SYSLOG GNORE sms POWER CONT... REMOTESCRI.. MOBILE

Figure 16  Alert policy page

4.1.1.2 Configure alert policy for normal alert
When a threshold value for temperature metrics of CPU or GPU components returns to a hormal range,
the device must be powered on. To automatically power on the devices to recover, alert policy must be
created for normal alert. On the Create Alert Policy page, do the following to create an alert policy for a

normal alert on CPU or GPU temperature metrics:

1. Enter a name and description for the policy that gets triggered when a normal alert is generated for

components.

By default, the Enable Policy check box is selected to activate the policy after it is created.
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Create Alert Policy 0 X
Name System_Power_On_Policy|
Categor v
' Description When the configured threshold value return to the normal
Message I v state, the system is automatically powered On.
Targe v
e and ime v Enable Policy 0
eve v
A v
v
Step10f8
Next Cancel
Figure 17  Alert policy name and description
The Category section is generic and an optional step.
2. To configure the alert policy for normal temperature alert, enter the message ID.
e For CPU, the message ID is CMET0022.
e For GPU, the message ID is CMET0019.
Create Alert Policy O X

me and Description v
© Enter message IDs or Import from file
~ateqo vy

O File Selectafile @
Message ID

Download Sample CSV file

Target vV e Message IDs CMET0022
Date and Time v S
. v
A v

v

Step 3 0of 8
Previous Next

Cancel

Figure 18 Alert policy message ID

3. Inthe Target section, select the target devices on which the critical alert policy is applied and requires

a recovery.
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Job Target 0 X
Select the target from devices or groups.

@® Select Devices =~ Select Devices
O Select Groups

O Specific Undiscovered Devices
O Any Undiscovered Devices

O All Devices

© The selection of target devices is not applicable to all the events generated by the appliance. For
example, the audit logs including the appliance settings, user login attempts, and others do not
require the selection of target devices.

Step4of 8

Previous Cancel

Figure 19 Alert policy target

It is recommended to use the default date and time settings for a perpetual policy.

Create Alert Policy o X
ame and Descr v
From: To:
Categon v Date Range 2024-06-27 E ‘ No End Date H
essage IO v | DOTime Interval 12 : 00 AM 12 ;| 00 AM
Target w  Days Sunday Thursday
Monday Friday
B Wednesday
Step 5of 8
Previous Next Cancel
Figure 20 Alert policy date and time selection

4. Select the severity level as Normal for the alert.
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Create Alert Policy o X
e e v
= Al
e '
(J Unknown
lessage IC v O nfo
Normal
Terget v [ warning
O Critical
e Time v
Severity
A v
v
Step60of8
Previous Next Cancel
Figure 21 Alert policy severity selection

5. Inthe Actions section, select the Power Control option as Power On to power on the target devices
after receiving normal alert that are generated on relevant CPU or GPU components.

Create Alert Policy e X

( Enable)
I v ( Enable)
..... :
lessage IC « O ignore
( Enable)

Target v Power Control

nable )

e and Time v ‘ Power On v
Severit v (Enable)
O Mobile
: L
Step70f8
Previous Next Cancel
Figure 22 Alert policy actions

The Summary section displays all the details of the alert policy to be reviewed before creation.
6. To update any values, go to the respective page and update it.
7. Click Finish to complete the Alert Policy creation for normal alert.
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Create Alert Policy o %
ame and De v . . . .. .
Review your inputs and click Finish to continue
e v
. . v ATTRIBUTE VALUE
Name System_Power_On_Palicy
Targe v
Description When the configured threshold value return to the normal state, the s...
e Time v Enabled true
e v Actions Power Control
Targets 1 Devices
Actions v
Start Date 08/11/2024
Time Interval None
Days All
Step8of8
Previous Finish Cancel
Figure 23 Alert policy summary

Configure component-level threshold

You can configure the temperature threshold of CPU or GPU components of a device after the policy is

created. See the following example for CPU (for GPU, the steps are similar):

To configure threshold for CPU, go to the Monitoring Metrics - Alert Thresholds > CPU Alert
Thresholds tab. For GPU, go to the GPU Alert Thresholds tab.

Overview  Hardware  Firmware/Drivers  Alerts  Hardwarelogs  Configuration Inventory  Configuration Compliance ~ Warranty  Licensing  Monitoring Metrics

Metrics Alert Thresholds Policies and EPR

Device Alert Thresholds GPU Alert Thresholds CPU Alert Thresholds

Temperature (Celsius) c

Figure 24 CPU threshold page

1. Click the Edit icon to configure the threshold value.

2. You can configure both the warning and critical values for temperature, or just one of them. You can
configure the same for all the available components by selecting the Configure threshold values for

all CPUs check box.
3. Click Apply.

Mitigate Thermal Issues in a Data Center Using OpenManage Enterprise Power Manager | 635
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Edit CPU.Socket.1 Alert Thresholds 0 X

Configure the threshold values to generate alerts when the current system values exceed the specified threshold values

Configure threshold values for all the CPUs

Temperature (Celsius)

Upper warning 20

Upper critical 24

Figure 25 Configure CPU threshold

4.1.3 Evaluate threshold values

4.1.3.1 Threshold violation

1. After configuring the value, if the CPU or GPU temperature metrics exceed the configured threshold,
you receive a critical alert. Additionally, the threshold violation status can be viewed in a threshold
graph in the CPU Alert Thresholds tab for CPU and in the GPU Alert Thresholds tab for GPU.

Overview  Hardware  Firmware/Drivers  Alerts  HardwareLogs  Configuration Inventory  Configuration Compliance  Warranty  Licensing  Monitoring Metrics

Metrics Alert Thresholds Policies and EPR

Device Alert Thresholds GPU Alert Thresholds CPU Alert Thresholds

Temperature (Celsius) c

Figure 26 CPU threshold graph

2. View the violation alert on the Alert Log page under the Alerts tab.
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" Alerts

Alertlog  Alert Policies  Alert Definiticns

~ Y Advanced Filters  Clear A

Severity Acknowledge Start Date End Date
Al ~ Unacknowledged v
Source Name Category Subeategory Message
All v All v

SEVERITY  ACKNOWLEDGE TIME . CATEGORY SUBCATEQORY

© CMET0021

n Source Name,

Deviee Type:

Compute

Subcategory
Metrics

System Health Metrics

[ Aug 11,2024 52642

(]
I Aug

Recomme

&admn @ = @

Figure 27 Alert log page

3. After the violation becomes effective, you can log in to the IDRAC web interface for which the policy is
violated and view the log which shows the shutdown message as per the policy action.

Seaich

;\

& Dashboard  [E System S Storage™~  1lf Configuration~ B Maintenance™~ @ iDRAC Settings - »
Maintenance
Lifecycle Log Job Queue System Update System Event Log Troubleshooting Diagnostics SupportAssist C* Refresh
= Lifecycle Log Y Filter 7 Export
Severity Date and Time Message ID Description Comments
- 2024-08-11 162918 RACO704 Reques stem powerdown =
Log Sequence Number:
Detailed Description: owerdown
Recommended Action:  No respon on is required
Figure 28 IDRAC log data after power off

View the system power state on the iDRAC page.

EE iDRAC9 ‘ Express

# Dashboard i1t Configuration & Maintenance v

Dashboard

) Power On System LEDON ~

Health Information

System £ Storage

[l System Information

Power State

€ SYSTEM HAS CRITICAL ISSUES

Model
Host Name
System Health Storage Health
. ) Operating System
 Critical Detailsk Healthy Detailsy

Operating System Version
@ Miscellaneous

%, iDRAC Settings

off
PowerEdge R750

localhost.localdomain

Cooling Service Tag STHRC32
BIOS Version 182
IDRAC Firmware Version 6.10.00.00
IP Address 100.98.68.141
IDRAC MAC Address 70:b5:e8:ed:ea:8c
License Express Edit
Figure 29 iDRAC power state
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4.1.3.2 Threshold violation recovery

1. When CPU or GPU temperature metrics return to the configured threshold normal limit, you receive a
normal alert. Additionally, the status gets updated in the threshold graph in the CPU Thresholds
Alert tab for CPU and in the GPU Thresholds Alert tab for GPU.

Overview Hardware Firmware/Drivers Alerts Hardware Logs Configuration Inventory Configuration Compliance Warranty Licensing Monitoring Metrics

Metrics Alert Thresholds Policies and EPR
Device Alert Thresholds GPU Alert Thresholds CPU Alert Thresholds
PUS | CPUSocketl ~ #
Temperature (Celsius) c

—

Figure 30 CPU threshold graph

2. View the normal alert on the Alert Log page in the Alerts tab.

" -] B Configuration + Ir A ~ =M v B Backy v B 3 15 v ¥ Plugins + B!
100.98.68.141  Heath: Ocritical  state: @Off 1P 100.98.68.141  Identifier: STHRC32 i;l
Overview  Hardware  Firmware/Drivers  Alerts  HardwareLogs  Configuration Inventory ~ Configuration Compliance ~ Warranty  Licensing  Monitoring Metrics
~ Y Advanced Filters
Severity Acknowledge Start Date End Date CMET0022
All ~ Unacknowledged v u u
Source Name:
Category Subcategory Message User ) 14
Al ~ All v Device Type
Compute
SEVERITY ~ ACKNOWLEDGE  TIME MESSAGE Subcategory.
oo
[1 Aug 24, 2024 12:35:22 e Ve C 2 Temperature on CPU Device card CPU.Socket. 1 of 100.98.68.141
[x] Aug 24, 2024 12:31:56 ystem Health Metrics METO02 Temperature on CPU Device card CP ket1 0f 100.98.68.14

Figure 31 Alert log page

3. You can log in to the iDRAC web interface for which the normal alert policy is enabled and view the
log which shows the power-on message as per the policy action.
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E] iDRACY | Express
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o ‘ n

»

* Refresh

Log Sequence Number: 12
Detailed Description:
Recommended Action: o
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= Lifecycle Log Y Fitter 7 Export
Severity Date and Time Message 1D Deseription Comments
+ - he Fedfish Event senvice cannot STHRC32 because of network communiation issue.
+ @
- @

Figure 32 IDRAC log data after power on

View the system power state (on) on the iDRAC page.

Eﬂ iDRACS | Express

Dashboard

© Graceful Shutdown - LEDOn ~

Health Information

© SYSTEM HAS CRITICAL ISSUES

System Health Storage Health
@ Critical Detailsp Healthy

© Miscellaneous
Cooling

# Dashboard B system*~ £ Storage ™ ilt Configuration

Detailsp

Maintenance

[] System Information
Power State

Modef

Host Name

QOperating System
Operating System Version
Service Tag

BIOS Version

IDRAC Firmware Version
IP Address

iDRAC MAC Address

License

%, iDRAC Settings ™

on

PowerEdge R750

localhost localdomain

ViMware ESXi

8.0.1 Update 1 (build-21201818) Kernel 8.0.1 (x86_64)
STHRC32

182

©.10.00.00

100.98.68.141

70:b5e8edeade

Express Edit

Figure 33 iIDRAC power state
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5 Conclusion
Power Manager plug-in uses the Alert Monitoring feature of OpenManage Enterprise by introducing
device and component-level power and temperature threshold violation alerts. It also supports
reception of alerts sent by Power Distribution Unit (PDU) and Uninterruptible power supply (UPS)
devices. Alert Policy feature in OpenMange Enterprise can be used to execute specific actions in
response to these alerts.
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Appendix

6

Appendix
Message ID Description
CMETO0008 Device power has exceeded the configured Ciritical threshold

CMETO0017 Device Temperature has exceeded the configured Critical threshold
CMETO0004 Device Power has exceeded the configured Warning threshold
CMET0013 Device Temperature has exceeded the configured Warning threshold
CMETO0015 Device Power/Temperature has reached to Normal threshold
CMETO0009 GPU Power has exceeded the configured Critical threshold
CMET0018 GPU Temperature has exceeded the configured Critical threshold
CMET0011 GPU Power has exceeded the configured Warning threshold
CMETO0020 GPU Temperature has exceeded the configured Warning threshold
CMETO0010 GPU Power has reached the configured Normal threshold
CMET0019 GPU Temperature has reached the configured Normal State
CMET0021 CPU Temperature has exceeded the configured Critical threshold
CMET0022 CPU Temperature in Normal State

CMET0023 CPU Temperature in Warning State
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Technical support and resources

7 Technical support and resources

Dell.com/support is focused on meeting customer needs with proven services and support.

7.1 Related resources
¢ Knowledge Base for Dell OpenManage Enterprise HTML
e Dell OpenManage Enterprise Power Manager Version 3.3 User’s Guide PDF HTML
e Dell OpenManage Enterprise Power Manager RESTful API Guide version 3.3 HTML
e Dell OpenManage Enterprise Power Manager 3.3 Release Notes PDF
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http://www.dell.com/support
https://www.dell.com/support/kbdoc/en-us/000175879/support-for-openmanage-enterprise?lang=en
https://www.dell.com/support/article/en-us/sln310714/support-for-openmanage-enterprise?lang=en
https://dl.dell.com/content/manual60826480-openmanage-enterprise-power-manager-version-3-3-user-s-guide.pdf?language=en-us
https://www.dell.com/support/manuals/in/en/inbsd1/openmanage-enterprise-power-manager/pmp_1.1_ug/introduction-to-power-manager?guid=guid-d237b6cf-88a5-419a-8e5e-9e10a62ecd73&lang=en-us
https://www.dell.com/support/manuals/en-us/openmanage-enterprise-power-manager/pmp_3.3_ug/about-power-manager?guid=guid-d237b6cf-88a5-419a-8e5e-9e10a62ecd73&lang=en-us
https://www.dell.com/support/manuals/in/en/inbsd1/openmanage-enterprise-power-manager/pmp_1.1_ug/introduction-to-power-manager?guid=guid-d237b6cf-88a5-419a-8e5e-9e10a62ecd73&lang=en-us
https://stoplight.dell.com/docs/pmp-2/branches/3.3/b6cb3df21815b-introduction-to-open-manage-enterprise-power-manager-api
https://www.dell.com/support/manuals/ht/en/htbsdt1/openmanage-enterprise-power-manager/pmp_1.1_apiguide/about-this-document?guid=guid-e1c57c93-8e2b-463f-894d-9532341a3192&lang=en-us
https://dl.dell.com/content/manual60248812-openmanage-enterprise-power-manager-version-3-3-release-notes.pdf?language=en-us
https://www.dell.com/support/manuals/in/en/inbsd1/openmanage-enterprise-power-manager/pmp_1.1_rn/dell-emc-openmanage-enterprise-power-manager-release-notes?guid=guid-960506e6-b620-40de-b3b0-d2937d252aa8&lang=en-us

