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Appearance  

 
   
 
 
 
 

1. 1.44 “ LCD Display 

● Show: 4G Signal, SMS, Battery and number of connected devices 

● Operator name: Smile 

● Wi-FI name (SSID) and Wi-Fi Key 

● Data Usage 
2. Power Button 
Press and hold to turn your 4G Hotspot On or Off 
3. Micro USB Port 
4. Micro SD Card Slot 

● Support TF card up to 32GB 



5. SIM Card Slot 

● Standard SIM card 
6. Hole for Strap 
7. Reset Button 
Press and hold to restore your 4G hotspot to its factory settings 
☆ If you forget the user name, password or SSID for your 4G hotspot, try restoring 

the device to its factory settings 
8. WPS Button 

 

Installation 
 

 
 
Wi-Fi Connection 



 
 

The default SSID (Wi-Fi network name) and Wi-Fi network key are printed on the 4G 
Hotspot Label 
We strongly recommend that you change the default SSID and Wi-Fi key to keep your 
data secure  
 
Please note:  

The default SSID IS  Ryoko_****** 
The password is 12345678,  please refer to the sticker on the device 



☆ You can manage your 4G hotspot through the Web Interface at 
http://192.168.0.1. The default username and password:  admin 
Click the online help on the web interface to learn more about your  4G Hotspot.  

☆ After installation of driver, you can access the  Web Interface http://192.168.0.1 
 

Charging 
     

 
 
 
 
 
 
 
 
 
 
 
 
 

http://192.168.0.1/
http://192.168.0.1/


 
Please only use a charger that is compatible with your 4G Hotspot. 
The use of an incompatible charger may cause the device to malfunction, fail, or could 
even cause a fire. Such use voids all warranties, whether expressed or implied, on this 
product.  
☆ The charger is an optional accessory.  

To buy the  charger, please contact an authorized retailer. 

Connecting to the Internet 
 Using an LTE network 

The 4G Hotspot management parameters have been preset according to your 
operator’s requirements. 
If data is transmitted, the 4G Hotspot will automatically connect to the Internet. If data 
is not transmitted for a period of time, the 4G Hotspot will automatically disconnect 
from the network connection. 
☆ You can log into the web management page following the steps below::  

Log into Web Management page → Network Setting → Connection Mode. 
 

 
 
 



 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Logging into the Web Management page 
☆ Make sure that the connection between the 4G Hotspot and the device used to 

 access the Internet, is working normally.  
☆ Open the browser on your device and enter http://192.168.0.1 in the address box.  
☆ Enter your username and password to log into the web management page. If you  



have any difficulty, please contact customer care. 
 
Please note:  

The default password is admin 
 
Wi-Fi Sleep Mode (Battery Saving Mode)  
The Wi-Fi device has a mode that allows the device to turn off automatically if there are  
no devices connected to the 4G Hotspot (via Wi-Fi or USB) for a period of time .  

- This mode allows the device to go to “ Wi-Fi Sleep ” Mode to save battery 
life.  

- The device can be switched back on by pressing the power button.  
- The preferred timing can be set  by selecting “Wi-Fi Sleep”, and choosing the 

options  below  
 screenshot and steps to get to “ Wi-Fi Sleep ” Mode .  
Log into Web Management page → Advanced Settings →Power Save → “ Wi-Fi Sleep ” 
Mode 
 

 
 
 



 
 
 
 
 
 
 
 
 
 
 
Restoring to Factory Settings 
In case  you forget the username, password, or SSID you have set, you can restore the 
settings on the web management page to the default factory settings. To do so, simply 
press and hold the RESET button until the 4G Hotspots restarts. 

 
 
 
 
 



Changing SSID and password 
 
It is recommended that you change your 4G Hotspot’s SSID and password before you 
use it. The default SSID and password are printed on 4G Hotspot’s label  

 
 
 

 
 
 
 
 
 
 
.  
Enable SD card sharing 
* In HTTP Share Mode, the device supports FAT/FAT32 file system only. 
* HTTP Share Mode: Share SD card via web browser. The removable drive mapping of 
SD card via USB port will be disabled. 
* USB Access Only: By the removable drive mapping, user can access SD card *via USB 



cable only. The web page of sharing SD card will be disabled. 
* Path to Share: You can input the sharing path, such as /Picture. By typing only, a slash 
in Path to Share file, you agree to share entire SD card. 
* Path to Share can't be a dot, and can't contain following characters: < > " ' & + / \: * | 
# ? ~ ` 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



SMS 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
Tips:  
 

◇ Why isn’t my  4G Hotspot responding? 
Try restarting the device. If that doesn’t work, restore the device to its factory 
settings 

◇ Why can’t I connect to my 4G Hotspot sometimes? 
To save Power, your 4G Hotspot’s Wi-Fi auto off feature is designed to turn off 
Wi-Fi when there haven’t been connections for a while. You can press the power 
button to turn on Wi-Fi again. 
Alternatively, you can disable this feature, although this might impact battery life, 
Log into the web interface and disable the Wi-Fi auto off feature. 

◇ Why won’t my 4G Hotspot connect to the  network even though all the settings 
are correct?  
The PIN verification feature might be enabled. 
You can disable this feature if you find entering the PIN regularly inconvenient.  

◇ Why can’t I access the Web Interface at 192.168.0.1 ?  
This is likely due to an IP address conflict when the  4G Hotspot assigns itself a 
new IP address. Please try 192.168. 2.1 in this case. 

◇ Why won’t my 4G Hotspot power on? 



Your battery is probably out of power. 
Charge your 4G Hotspot for a while and Power it back on. 

◇ Why did my 4G Hotspot power off all of a sudden ? 
Your 4G Hotspot may overheat when you use it continuously over a long period of 
time, and thereby trigger its automated protection system. Wi-Fi will be turned 
off and your 4G Hotspot will power off if this occurs. 
Please ensure the device is properly ventilated and cooled before you power it on 
again. 

 
 
CAUTION: 
RISK OF EXPLOSION IF BATTERY IS REPLACED BY AN INCORRECT TYPE.  DISPOSE OF 
USED BATTERIES ACCORDING TO THE INSTRUCTIONS 
 

 
 

 



FCC Caution:

Any Changes or modifications not expressly approved by the party responsible for compliance 
could void the user's authority to operate the equipment.  
This device complies with  part 15 of the  FCC Rules.  Operation is subject to the following two 
conditions: (1) This device may not cause harmful interference, and (2) this device must accept 
any interference received, including interference that may cause undesired operation.  

IMPORTANT NOTE:  

Note:  This equipment has been tested and found to comply with the limits for a Class B Digital 
device, pursuant to part 15 of the FCC Rules.  These limits are designed to provide reasonable 
protection against harmful interference in a  residential  installation.  This equipment generates, 
uses and can radiate radio frequency energy and,   if not installed and used in accordance with 
the instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does 
cause harmful  interference to radio or television reception,  which can be determined by 
turning the equipment off and on, the user is encouraged to try to correct the interference 
by one or more of the following measures:  

      — Reorient or relocate the receiving antenna.  
      — Increase the separation between the equipment and receiver.  



— Connect the equipment into an outlet on a circuit different from that to which the receiver 
     is connected.  
— Consult the dealer or an experienced radio/TV technician for help.

Specific Absorption Rate (SAR) information 
SAR tests are conducted using standard operating positions accepted by the FCC with the device
transmitting at its highest certified power level in all tested frequency bands, although the 
SAR is determined at the highest certified power level, the actual SAR level of the device while
operating can be well below the maximum value. Before a new device is a available for sale to the
public, it must be tested and certified to the FCC that it does not exceed the exposure limit 
established by the FCC, tests for each device are performed in positions and locations as required 
by the FCC. 
For body worn operation, this device has been tested and meets the FCC RF exposure guidelines when
used with an accessory designated for this product or when used with an accessory that contains no 
metal and that positions the device a minimum of 10 mm from the body. Non-compliance with the above 
restrictions may result in violation of RF exposure guidelines.


