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Specifications

« Product Name: Dell Command | Endpoint Configure for Microsoft Intune

« Version: July 2024 Rev. AO1

« Supported Platforms: OptiPlex, Latitude, XPS Notebook, Precision

« Supported Operating Systems: Windows 10 (64-bit), Windows 11 (64-bit)

FAQs

« Q: Can non-administrative users install Dell Command | Endpoint Configure for Microsoft Intune?
o A: No, only administrative users can install, modify, or uninstall the DCECMI application.

« Q: Where can | find more information on Microsoft Intune?
o A: For more information on Microsoft Intune, refer to the Endpoint management documentation in

Microsoft Learn.

Notes, cautions, and warnings

« NOTE: A NOTE indicates important information that helps you make better use of your product.
« CAUTION: A CAUTION indicates either potential damage to hardware or loss of data and tells you how to
avoid the problem.

« WARNING: A WARNING indicates a potential for property damage, personal injury, or death.

Introduction to Dell Command
Introduction to Dell Command Endpoint Configure for Microsoft Intune (DCECMI)

Dell Command | Endpoint Configure for Microsoft Intune (DCECMI) enables you to manage and configure BIOS
easily and securely with Microsoft Intune. The software uses Binary Large Objects (BLOBSs) to store data,
configure, and manage Dell system BIOS settings with zero-touch, and set and maintain unique passwords. For
more information on Microsoft Intune, see Endpoint management documentation in Microsoft Learn.


https://learn.microsoft.com/en-us/

Accessing Dell Command | Endpoint Configure for Microsoft Intune installer

Prerequisites

The installation file is available as a Dell Update Package (DUP) at Support | Dell.

Steps

1. Go to Support | Dell.

Under Which product can we help you with, enter the Service Tag of your supported Dell device and click

o

Submit, or click Detect personal computer.
On the Product Support page for your Dell device, click Drivers & Downloads.
Click Manually find a specific driver for your model.

Check the System Management checkbox under the Category drop-down.

o o >

Locate Dell Command | Endpoint Configure for Microsoft Intune in the list and select Download on the right side
of the page.

7. Locate the downloaded file on your system (in Google Chrome, the file appears at the bottom of the Chrome
window), and run the executable file.

8. Follow the steps in Installing DCECMI using the installation wizard.

Prerequisites for Microsoft Intune Dell BIOS management

« You must have a Dell commercial client with Windows 10 or later operating system.
« The device must be enrolled into Intune mobile device management (MDM).
« NET 6.0 Runtime for Windows x64 must be installed on the device.

« Dell Command | Endpoint Configure for Microsoft Intune (DCECMI) must be installed.

Important notes

« Intune application deployment can also be used to deploy .NET 6.0 Runtime and DCECMI applications to the
endpoints.

« Enter command dotnet —list-runtimes in the command prompt to check if .NET 6.0 runtime for Windows x64 is
installed on the device.

« Only administrative users can install, modify, or uninstall the DCECMI application.

Supported Platforms

« OptiPlex
Latitude
« XPS Notebook

« Precision

Supported operating systems for Windows

« Windows 10 (64-Dbit)


https://www.dell.com/support/home/en-us
https://www.dell.com/support/home/en-us

« Windows 11 (64-bit)
Installing DCECMI
Installing DCECMI using the installation wizard

« Steps
1. Download the DCECMI Dell update package from Support | Dell.

2. Double-click the downloaded installer file.

C (J > Downloads > DCEC_Application

\/

Name Date modified Type Size

Dell-Command-Endpoint-Configure-for-Micros...  5/28/2024 7:18 PM Application 19,652 KB

o Figure 1. Installer file

3. Click Yes when prompted to allow the application to make changes to your device.

User Account Control X

Do you want to allow this app to make
changes to your device?

Dell Update Package: Command | Endpoint
Configure for Microsoft Intune, 1.2.0.76, AOO

Verified publisher: Dell Inc
File origin: Downloaded from the Internet

Show more details

[ ) T

o Figure 2. User Account Control
4. Click Install.



https://www.dell.com/support/home/en-us

@& Dell Update Package

Dell Command | Endpoint Configure for Microsoft @
v1.2.0.76 (ADQ) February 14, 2024

Install or update your system with this software INSTALL

EXTRACT

Only extract contents of software update

© 2009 - 2024 Dell Inc. or its subsidiaries. All rights reserved.

o Figure 3. The Dell update package for DCECMI
5. Click Next.

M Dell Command | Endpoint Configure for Microsoft Intune - InstallShield Wizard X

Welcome to the InstallShield Wizard for Dell
Command | Endpoint Configure for Microsoft

Intune

The InstallShield(R) Wizard will allow you to modify, repair, or
remove Dell Command | Endpoint Configure for Microsoft Intune.
To continue, click Next.

< Back Next > Cancel

o Figure 4. Next button in InstallShield Wizard

6. Read and Accept the license agreement.



"M Dell Command | Endpoint Configure for Microsoft Intune - InstallShield Wizard X

>,

Dell End User License Agreement - Dell Software

2019 NEW UNIFIED DELL EULA - CLIENT SOFTWARE EULA

THIS END USER LICENSE AGREEMENT (“EULA”) IS A LEGAL AGREEMENT
BETWEEN YOU (EITHER AN INDIVIDUAL OR AN ENTITY) AND DELL PRODUCTS
L.P., A TEXAS LIMITED PARTNERSHIP, OR DELL GLOBAL B.V. (SINGAPORE
BRANCH), THE SINGAPORE BRANCH OF A COMPANY INCORPORATED IN THE
NETHERLANDS WITH LIMITED LIABILITY ON BEHALF OF ITSELF, DELL INC., AND

NFLT INC € DIRFCT AND INDIRFCT SHIRSINIARIFS (CNIL L FCTIVFLY  “NFLL ™)

© 1 accept the terms in the license agreement Print

()1 do not accept the terms in the license agreement

InstallShield
< Back Next > Cancel
o Figure 5. License agreement for DCECMI
7. Click Install.
o The application starts to install on your device.
“H Dell Command | Endpoint Configure for Microsoft Intune - InstallShield Wizard X

)

Click Install to begin the installation.

If you want to review or change any of your installation settings, click Back. Click Cancel to exit
the wizard.

InstallShield

< Back Install Cancel

o Figure 6. Install button in InstallShield Wizard
8. Click Finish.



"M Dell Command | Endpoint Configure for Microsoft Intune - InstallShield Wizard X

InstallShield Wizard Completed

The InstallShield Wizard has successfully installed Dell Command |
Endpoint Configure for Microsoft Intune. Click Finish to exit the
wizard.

< Back Finish Cancel

o Figure 7. Finish button in InstallShield Wizard

To verify the installation, go to Control Panel and see if Dell Command | Endpoint Configure for Microsoft Intune is
displayed in the list of applications.

Installing DCECMI in silent mode
Steps

1. Go to the folder where you have downloaded DCECMI.
2. Open the command prompt as administrator.
3. Run the following command: Dell-Command-Endpoint-Configure-for-Microsoft-
Intune XXXXX_WIN_X.X.X_AXX.exe /s.
« NOTE: For more information about using commands, enter the following command: Dell-Command-
Endpoint-Configure-for-Microsoft-Intune_ XXXXX_WIN_X.X.X_AXX.exe/?

Package to Microsoft Intune

Deploying an application package to Microsoft Intune
Prerequisites

« To create and deploy a Dell Command | Endpoint Configure for Microsoft Intune Win32 application using

Microsoft Intune, prepare the application package using Microsoft Win32 Content Prep Tool and upload it.
Steps

1. Download the Microsoft Win32 Content Prep Tool from Github and extract the tool.



G (J > Downloads > Microsoft-Win32-Content-Prep-Tool-master >

Evd

Name Date modified Type

Microsoft-Win32-Content-Prep-Tool-master 5/28/2024 9:24 PM File folder

« Figure 8. Download the Microsoft Win32 Content Prep Tool

2. Prepare the input file by following these steps:
« a. Follow the steps in Accessing Dell Command | Endpoint Configure for Microsoft Intune installer.

« b. Locate the .exe file and double-click it.

G 0 > - Users > Dell > Downloads > DCEC_Application
Name Date modified Type Size
Dell-Command-Endpoint-Configure-for-Micros...  5/28/2024 7:18 PM Application 19,652 KB

o Figure 9. The DCECMI .exe
« c. Click Extract to extract the contents to a folder.

@’,“ Dell Update Package X

Dell Command | Endpoint Configure for Microsoft @
v1.2.0.76 (ADO) February 14, 2024

L=
Install or update your system with this software INSTALL

Only extract contents of software update

Click here to select a folder and extract... |

@& 2009 - 2024 Dell Inc. or its subsidiaries. All rights reserved.

o Figure 10. Extract the file
« d. Create a source folder and then copy the MSI file that you got from the previous step to the source

folder.



(7 (@ Startbackup > Desktop > source

MName ~  Date modified Type

%3 DCECMI 2/12/2024 6:47 AM Windows Installer Pa...

o Figure 11. Source folder

« e. Create another folder called output to save the IntuneWinAppUtil output.

C ':C'Ep Start backup] > output

Mame Date modified lype Size

This folder is empty.

o Figure 12. Output folder
« f. Go to IntuneWinAppUtil.exe in the Command prompt and run the application.
+ g. When prompted, enter the following details:

o Table 1. Win32 application details

Option What to enter

Please specify the source folder <specify the source folder location>
Please specify the setup file DCECMI.msi

Option What to enter

Please specify the output folder <specify the output folder location>
Do you want to specify the catalog folder (Y/N) N

?

@ C\Users\Dell\Downloads\Mic

r: C:\Users\Dell\Desktop\source
DCECMI.ms1i

: C:\Users\Dell\Desktop\output

’N|

Figure 13. Win32 application details in Command prompt

o Figure 13. Win32 application details in the Command prompt



Uploading an application package to Microsoft Intune
Steps

o o > w Do~

Log in to Microsoft Intune with a user who has the Application Manager role assigned.

Go to Apps > Windows apps.

Click Add.

In the App type dropdown, select Windows app (Win32).

Click Select.

In the App information tab, click Select app package file and select the IntuneWin file that is created using the
Win32 Content Prep Tool.

7. Click OK.

8. Review the rest of the details in the App information tab.

9. Enter the details that are not automatically populated:

10.

11.

12.

13.

14.

15.

16.

17.

18.
19.

« Table 2. App information details

Options What to enter

Publisher Dell

Category Computer management
Click Next.

« In the Program tab, the Install commands and Uninstall commands fields are automatically populated.
Click Next.

« In the Requirements tab, select 64-bit from the Operating System Architecture dropdown and the
Windows operating system version that is based on your environment from the Minimum Operating
System dropdown.

Click Next.
« In the Detection rule tab, do the following:
o a. In the Rules format dropdown, select Manually Configure Detection Rules.
o b. Click +Add and select MSI from the Rule type dropdown, which populates the MSI product code
field.
o ¢. Click OK.
Click Next.

« In the Dependencies tab, click +Add and select dotnet-runtime-6.x.x-win-x64.exe as dependencies. See

Creating and deploying DotNet Runtime Win32 Application from Intune for more information.
Click Next.
In the Supersedence tab, select No Supersedence if you have not created any lower version of the application.
Otherwise, select the lower version that must be superseded.
Click Next.
In the Assignments tab, click +Add group to select the device group for which the application is required. The
required applications are installed automatically on enrolled devices.

« NOTE: If you want to uninstall DCECMI, add the respective device group to the Excluded list.

Click Next.

In the Review + Create tab, click Create.



Results

« Once uploaded, the DCECMI application package is available in Microsoft Intune for deployment to managed

devices.

Checking the deployment status of the application package
Steps

1. Go to the Microsoft Intune admin center and sign in with a user having the Application Manager role assigned.

2. Click Apps in the navigation menu on the left.

3. Select All apps.

Microsoft Intune admin center

% Home > Apps
Home
B g2 Apps | All apps
B Dashboard
= Allservices [ seaen | « 4 ade O reresh ¥ Fier & Bpont 5= Columns
L Devices Overview
W Q o A Search by name ar publisher
Apps. =
L ks Name 1 Type Status Version
@ endpoint security B Monitor
G2 Repons
A By platform Dell Command | Endpoint Configure for Micro...  Windows app (Win32) 12076
& users
@ Windows
£ Groups

i0s/iPados
& Tenant administration e

L3 macos
X Troublesheoting + support

Angroid

Policy
£y App protection policies.

B app configuration policies

®; 03 app provisioning profiles

L] s mode supplemental policies

« Figure 14. All apps tab in Apps

®oor ()

Assigned

ves

4. Locate and open the Dell Command | Endpoint Configure for Microsoft Intune Win32 application.

Microsoft Intune admin center

Home > Apps

A Home p

F Apps | All apps x
) pashboard
= All senvices [ 2 search « + Add O Refresh V7 Fiter & Export =T Columns
O3 oevices

Overview

B ovnien [2 Bearch by name or publisher
B apps 8 oAl

LKt Name Ty Type Status Version Assigned
@ endpoint security 8 Monitor

ves

B3 geports

By platform Dell Command | Endpaint Configure for Micro...  Windows 3pp (Win32) 12076 ves
A users

M Wincows
&2 Groups

B iossirados
& Tenant administeation

Gd macos
K Troubleshooting + support

& Android

policy

H§ App protection policies

5 app configuration policies

« Figure 15. Dell Command | Endpoint Configure for Microsoft Intune Win32

5. Open the details page.
6. On the details page, click the Device install status tab.

Microsoft Intune admin center

Home > Dell Command | Endpaint Canfigure for Microsoft Intune

A Home 78 Dell Command | Endpoint Configure for Microsoft Intune | Device install status
EfY Dashboard Client Apps

1= Allsenvices [P searcn « (O Refresh == Coumns L Biport

Bl owices @ overview

L o 0 Fearch by Device Name. L_| @ g Add filter

@ encpoint security

1Y Propenies Showing 110 2 of 2 records
B3 Reports

Monitor Device Name UPN Ty Device Platform *, App Version Ty Status Ty
a users - + b4 PP +
28 Groups G Device install status

3 Tenant administeation S Userinstal| states; DESKTOP-HTK2H62 tpgclarke@cpgdocsonmi., Windows 100190454412 12076 Installed

K Troubleshooting + support 4 Depandency viewar
£ supersedence viewer

« Figure 16. Device install status

$tatus Details T

1 or mere dependent app...

previous | page [1 v Jof1 [ mext

filter Ty Last modified time Ty

31/5/2024, 12:32:30 pm

1/5/2024, 3:53:43 pm



Microsoft Intune admin center

Home >

A home ® Dell Command | Endpoint Configure for Microsoft Intune X
£ Durbesd Grent s

= Alservices 2 Search [l Detete

3l Devices: © Overvien

i aoes

Msnage

B Endpoint security = 31/5/2028, 122939
53 Reports:

& e

1! Properties

= XK MLintenevein

& Groups

Device status

£ Tenant adménistration
K Troubleshooting « support -
& Supersedence viewer I P

i
1 lo”
A -

NocApghcaie
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-

I
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e

13
—

terapgtiabc

0

» Figure 17. Device install status

« You can see the installation status of the DCECMI application on different devices.
Creating and Deploying
Creating and deploying DotNet Runtime Win32 Application from Intune
To create and deploy a DotNet Runtime Win32 application using Intune, do the following:

1. Prepare the input file by following these steps:
« a. Download the latest DotNet Runtime 6. x.x from Microsoft . NET.

« b. Create a folder that is called Source and then copy the .exe file to the Source folder.

@] ¢® Startbackup > Desktop > source

Name Date modified Type Size

#2 dotnet-runtime-6.0.16-win-x64 5/23/2023 5:25 PM Application 27,377 KB

o Figure 18. Source

« c¢. Create another folder called output to save the IntuneWinAppUtil output.

C (t’é Startbackup] > output

Name Date modified Type Size

This folder is empty.

o Figure 19. Output folder

« d. Go to IntuneWinAppUltil.exe in the Command prompt and run the application.



C:\Users\Dell\Downloads\Mic

C:\Users\Dell\Desktop\source
le: dotnet-runtime-6.0.16-win-x6lU.exe
fold C:\Users\Dell\Desktop\output

catalog folder (Y/N)?N

o Figure 20. Command
« e. When prompted, enter these details:

o Table 3. Input details

Options What to enter

Please specify the source folder <specify the source folder location>
Please specify the setup file dotnet-runtime-6.x.x-win-x64.exe
Please specify the output folder <specify the output folder location>

Do you want to specify the catalog folder (Y/N)
?

« f. A dotnet-runtime-6.x.x-win-x64.intunewin package is created in the output folder.

@] ‘@ Startbackup > Desktop > output

Name Date modified Type Size
dotnet-runtime-6.0.16-win-x64.intunewin 5/30/2024 6:32 PM INTUNEWIN File 27,156 KB
o Figure 21. After command
2. Upload the DotNet intune-win package to Intune by following these steps:

« a. Log in to Microsoft Intune with a user who has the Application Manager role assigned.
« b. Go to Apps > Windows apps.

Microsoft Intune admin center @ 0 R @

Ty Type staws Version Assigned

o Figure 22. Windows apps
« c. Click Add.
o d. In the App type dropdown, select Windows app (Win32).



Microsoft Intune admin center

Home > Apps | ws >

Select app type X

B Windows | Windows apps Create app
L Dashboard
App type
= Al services [P searen ]« 4 as Onetish Ve & ewort 3= Columns ;m_.mp iy ™|
Cll Cevices

EE windows apps Filters. appliec: Platform, App type

i apps [ 2 searcis by name or publisher app (Win32)

@ encpeint securty Name t Type Status Versic

G2 Reports 4100 Adda custom orin-house Win32-based app. Upload the apg's installation fil in intunenin
& users = Tom

22 Groups. Leam more about Win32-based apps

& Tenant administeation

K Troubleshooting + support Validate your applications using Test Base for Microsoft 365

Test Base is a cloud validation service that allows you to easily onboard your applications
through the Azure portal. You can quickly view deep insights inclugding test results
performance metrics, and crash/hang signals. Through a Microsoft managed environment. you

<an gain access ta world-class intelligence about the performance and rellabliy of your
applications.

[ e [ETE]
o Figure 23. App type

« e. Click Select.

« f. In the App information tab, click Select app package file and select the IntuneWin file that is created
using the Win32 Content Prep Tool.

Microsoft Intune admin center

@ &
« "
App package file X
A Home
Efl Dashboard App package fle * ©
= Al senvices [-dotnetruntime-6.0.16-win-x64.intunewin” 1E
CH pevices © App information W Name: dotnet-runtime-6.0.16-winx64.exe
B Aops ey Platform: Windows
i app: B i ST Size: 26.52 Mis
sectile® O elect 3pp package fle 3
MAM Enabled: N
& endpoint security nal o
(53 reports
& v [ o]
£2 Groups
&3 Tenant administration
X Troubleshosting + suppert
evious Next

o Figure 24. App package file
« g. Click OK.

« h. Review the rest of the details in the App information tab.



App information  Program
Select file to update * (O
Name* (O

Description * (@

Requirements Detection rules Review + save

dotnet-runtime-6.0.16-win-x84.intunewin

dotnet-runtime-6.0.16-win-x64.exe

dotnet-runtime-6.0.16-win-x64.exe

Edit Description

Publisher * (O [ Microsaft ]
App Version @ [ 6.0.16 ]
Category (D L 0 selected s ]

Show this as a featured app in the
Company Portal @

Information URL (&
Privacy URL ©
Developer O
Owner ()

Notes O

Logo O

o Figure 25. App information

&N - )

| Enter a valid url

[ Enter a valid url

[

Select image

« i. Enter the details, which are not automatically populated:

o Table 4. Input details

Options What to enter
Publisher Microsoft
App version 6.X.X

« j. Click Next.

o The program tab opens where you must add the Install commands and Uninstall commands:
o Install commands: powershell.exe -execution policy bypass .\dotnet-runtime-6.x.x-win-
x64.exe /install /quiet /norestart
o Uninstall commands: powershell.exe -execution policy bypass .\dotnet-runtime-6.x.x-win-

x64.exe /uninstall /quiet /norestart



Microsoft Intune admin center

A Home

X
21 Dashboard

= All services

O3 oavices @ Rpp information @ Program

i Apps

Specify the commands to install and uninstall this app:
@ endpoint security

Install command * © ( 3 i V)
G repons
A Uninstall command * © ( 016w 1]
& users
23 Groups Installation time reuired (mins) © B
3 Tenant administeation Allow available uninstall O No )
3 omblestiontiog + sipport - .

Installbebavior © @ v

Device restat behavior © App install may force a device restart -

Specify return eodies to indicate postinstalation behavior:

Retum code Code type
° [seccess ~]E
oor (s e
3010 ['sot reboot v]@
16t ] (Hord reboct viw
e [y ®
+add

(oo ) I
o Figure 26. Program

« k. Click Next.
o The requirements tab opens where you must select 64-bit from the Operating system architecture
dropdown and the Windows operating system version that is based on your environment from the
Minimum operating system dropdown.

Microsoft Intune admin center

Home > Apps | Windows > Windows | Windows apps >

H

i toss Add App x
Bl pashboard Windows app (Win32)

= Al senvices.

O3 pevices @ Appinformation @ Program @ Requirements

o Specify the requirements that devices must meet before the app is instaled:
@ endpoint security

5 Operating system architecture * © = ~]
G2 Reports

= vinimmoperatngssens ©  [Wndors 10167 ~]
& vsers

28 Groups © J
£ Tenant administration Physical memory required (VB) © J

X Toubleshooting + support i

req

m umber of fgies procesors ]
[}

Minimum CPU speed reguired (M) © ]

Configure additionz! requirement rules

Trpe Path/Seript
No requirements are specified.

+ Add

=
o Figure 27. Requirements
« I. Click Next.
o The detection rule tab opens where you must do the following:

o In the Rules format dropdown, select Manually Configure detection rules.



A Home
[ Dashbosrd

= Alsenvices

3l Devices Q@ Appinformation @ progum @ Requirements @ Detection nules
B8 2ppe

Comfigure 3pp specific rles ured to detect the petsence of the 3pp.

S e Rules ot © (msre - S
G2 Repors

& sers Type PathvCode

28 Grovps Norules re specified

2 Tenant sdministration i

K Troubleshooting + support

T =T
o Figure 28. Manually configure detection rules

o Click +Add.
o Under Detection rules, select File as Rule type.
o Under Path, enter the complete path of the folder: C:\Program
Files\dotnet\shared\Microsoft. NETCore.App\6.x.X..
o Under File or folder, enter the folder name to detect.
o Under the Detection method, select File or folder exists.
o Click OK.
o m. Click Next.

o The dependencies tab opens where you can select No dependencies.

Microsoft Intune admin center

Home > Apps | Windows > Windows | Windows apps >

A Home Add App - 2
B3 Dashboard Windows app (Win32)

= Al services

O3l oevices @ sppinformation @ Pragam @ @ o s ©

£ Avps

@ endpoint security

Reports

& Users

& Groups Name Automatically Install
&} Tenant administration No results.

K Troubleshoolting + support

[ ]
o Figure 29. Dependencies

« n. Click Next.
o In the Supersedence tab, select No Supersedence if you have not created any lower version of the
application. Otherwise, select the lower version that must be superseded.



Microsoft Intune admin center

€ Home > Apps | Windows > Windows | Windows apps >

e Add App - x

Ed] Dashboard Véindows app (Win32)
= Al senvices

3l Devices @ sppinformation @ Program @ Requirements @ Detectionrules €@ Dependencies @ Supersedence

9P% when you
@ endpoint security

parsede an application, you can specify which apps wil be irectly updated of replaced. To update an app. disable
the uninstall previous version option. To replace 2n 2pp, enable the uninstall previous version cption. There is & maximum.of 10
updated or replaced apps, ing

uging references o other apps outside of this vi

ing a graph of apps. The total size of the
Le

3 aeports app graphiis 10 plus the parent app (11 2 more
& users . .
Apps that this app will supersede
& Groups
B e i Name Publisher Version Uninstall previous version
K Troubleshesting + support e
+ABdO

[ o]
o Figure 30. Supersedence

« 0. Click Next.
o The assignments tab opens where you must click +Add group to select the device group for which

the application is required. The required applications are installed automatically on enrolled
devices.

Home > Apps | Windows > Windows | Windows apps >

Add App - X

Windows app (Wi

@ sppinformation @ Progam @ Requirements @ Oetection rules @ ] o
& cncpoint security Any Win il 0t be automat ved from 1 the & red The app and the data the device. H the. prior to retiring the end the device to
remove the 3pp.
G2 reports
& users Required O
& Groups
Group mode Group Filter mode Filter End user notifications Availability Installation deadline  Restart grace period  Delivery optimization ...

&3 Tenant sdministration
No assignments
K Troublesheoting + support

+ Add grou sers © + Add all devices O

Available for enrolled devices ©)

Group mode Group Filter mode Fiter £nd user notifications. Availability Restart grace period  Delivery optimization pr..

No assignments
+Add group @ + Add all users © + Add al devices ©

Uninstall

Group mode Group Filter mode Fiter End user notifications. Availability

No assignments

e T [ hee |
o Figure 31. Assignments
¢ p. Click Next.

o Review + Create tab opens where you must click Create.



Microsoft Intune admin center
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o Figure 32. Review and create

o Once uploaded, the DotNet Runtime application package is available in Microsoft Intune for

deployment to managed devices.

Microsoft Intune admin center
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o Figure 33. Application package

Checking the deployment status of the application package

To check the deployment status of the application package, do the following:

T Type Status Version

® s 0 & [ )

Assigned

1. Go to the Microsoft Intune admin center and sign in with a user who has the Application Manager role

assigned.
Click Apps in the navigation menu on the left.

Select All apps.

o > 0D

On the details page, click the Device install status tab.

You can see the installation status of DotNet Runtime Win32 on different devices.

Locate the DotNet Runtime Win32 application, and click its name to open the details page.

Uninstalling Dell Command | Endpoint Configure for Microsoft Intune for systems running on Windows

1. Go to Start > Settings > Apps > Apps and Features.
2. Select Add/Remove Programs.

NOTE: You can also uninstall DCECMI from Intune. If you want to uninstall DCECMI, add the respective device
group to the Excluded list, which can be found in the Assignments tab of Microsoft Intune. See Uploading an



application package to Microsoft Intune for more details.
Contacting Dell
Prerequisites

NOTE: If you do not have an active internet connection, you can find contact information on your purchase invoice,
packing slip, bill, or Dell product catalog.

About this task

Dell provides several online and telephone-based support and service options. Availability varies by country and
product, and some services may not be available in your area. To contact Dell sales, technical support, or
customer service issues:

Steps

1. Go to Support | Dell.
2. Select your support category.
3. Verify your country or region in the Choose a Country/Region drop-down list at the bottom of the page.

4. Select the appropriate service or support link based on your need.

Documents / Resources

DELL Technologies Endpoint Configure for Microsoft Intune Application [pdf] Installation
Guide

Endpoint Configure for Microsoft Intune Application, Application
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